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Securly Web Filter and Auditor Email Monitor. 
 
 
 
Following on from the installation and configuration of the Securly Web filter and Auditor e-mail filter below is an outline of 
functionality provided by the solution. 
 
All School internet traffic is now filtered by Securly Web Filter. 
Securly is a 100% cloud hosted solution and therefore is not affected by localised power failures.  
All School E-mail is now monitored by Securly Auditor. 
Every user will be monitored and specific filtering rules will be applied. 
Users are identified by their MAT Active Directory user name or by a  MAT Google account user name. 
All alerts will be directed to the School SafeGuarding Lead. 
Regular reports on filtering are available to the SafeGuarding Lead. 
Securly Filter categories include keywords/phrases, URLs and domains of over the top one million websites.  
Securly Pagescan provides automated categorisation of previously unknown websites by scanning the page content and 
images. 
Selective HTTPS man-in-the-middle decryption to provide real-time, URL filtering, keyword filtering and sentiment analysis. 
The MAT/School can provide their own block and allow lists in policies and can submit any websites for inclusion in the Securly 
categories. 
Administrators also have ability to manage their own safe sites and override Securly categorised websites. 
Securly Auditor monitors Gmail and O365 for signs of bullying or intentions of self-harm and violence 
 
All log data is stored securely within Securly’s cloud infrastructure.  
  
Measures are taken to ensure compliance with local laws and regulations such as GDPR and DPA. EU customer data resides 
solely within the EU. 
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