KERMOUTH

O
OUSCHOOL
L

Prevent Policy (ss-31)

Approved by Governors: Mr T Roberts, Chair of Safeguarding and Welfare Committee

Signature: T W

Date: 1 July 2025

Ratified by SLT: Mr R J King, Headteacher

Signature: @

Date: 1 July 2025

Committee Responsible: Safeguarding and Welfare

Author: Mr S Milledge, Deputy Headteacher/Designated Safeguarding Lead

Compliant with Equality Scheme: Yes

Date of Review: July 2025

Date to be Reviewed: Annually — July 2026

Version Number: 04

| Version [ Date | Comments Author
An exceptional learning e x perience for all
aspire - enjoy - include - res pect - community

Erasmus+ programme
of the European Union A FoothaliFoundation
1 prompdlos s

An Inspired Facility - With the support of the P & :
, | -
i Q. [

Castlegate Drive - Cockermouth - Cumbria CA13 9HF - T: 01900 898888 - E reception@cockermouthschool.org + www.cockermouthschool org

Cockermouth School is part of the Learning for Life Trust - Limited Com pany No. 09690231



02

Nov 2023

Mr S Milledge - Update SMG
03 June 2024 | Mr S Milledge — Update SMG
04 July 2025 | Mr S Milledge — update to include DfE risk assessment. SMG




© N o g A~ W=

_L_L_L_L_Lw
A0 = o

INTRODUCTION

................................................................................................................................ 4
FPURPIOSE 1 nmmseromssvamm s s s s i i s Susesbemmmnms wmm————"r 4
B T CM3 i 843008 44555 imnnns sssmnanemsm A A AR BRSPS PR ES B 5
RISK ASSESSMENT ...ttt ittt ettt ee s s s ee e e 6
RESPONSIBILITIES AND TRAINING ........ccoitiiiiiiiiei ittt 6
REFERRAL PROGCESS ..ot eeen e 7
CURRICULUM.......oii e, 7
I T ERINET BT Y uismsns sasemssisis esmsnisssss inmnessomsmsses s g sonswoss s oA i 8
VISITORS AND VISITING SPEAKERS ........cooiiiiiiiiiiiiieiiet e, 8
SIGNS OF VULNERABILITY ..ottt 8
RECOGNISING EXTRIEN IS yisunssmsmsuss cunmosisssssionnsunasss 6asiss sommansmmsnns smassomrssmcnsnn sons comssomss susssesessss s s 9
CONTACT DETAILS ...t 9
CHANNEL ...ttt et ee e ee et 9



INTRODUCTION

Preventing Extremism and Radicalisation

Contact Name:

Designated Safeguarding Lead (DSL) — Mr S Milledge

Deputy Safeguarding Lead (Deputy DSL) — Mrs A Doyle and Mrs S Johnson
Headteacher — Mr R King

Designated Prevent Lead (DPL) — Mr S Milledge

Where there is a risk of immediate serious harm to a child a referral should be made to Children’s
Social Care immediately by the DSL. If a child is in immediate danger call 999.

Local Police Emergency 999

Local Police non-emergency 101

National Contacts:

NSPCC 24/7 Helpline — textline Tel: 0808 800 5000/88858

Email: help @ nspcc.org.uk

DfE Prevent Helpline — for schools & parents Tel: 020 7340 7264 (non-emergency)
Email: counter.extremism @ education.gsi.gov.uk

National Bullying Helpline Tel: 0845 22 55 787

The current threat from Terrorism and Extremism in the United Kingdom is real and severe and
can involve the exploitation of vulnerable people, including children to involve them in extremist
activity.

Children and young people make up a significant proportion of Channel cases and, in recent years,
there have been concerns regarding increased numbers of learners being arrested for terrorist-
related offences. This policy is designed to provide guidance for staff and other young adults
working with children in school to respond to safeguarding concerns for those children and young
people who may be vulnerable to the messages of extremism. In addition, it provides details of the
local inter-agency process and expectations in identifying appropriate interventions based on the
child concern model/threshold of need and intervention model and the Channel process.

Radicalisation is defined as the process by which people come to support terrorism and extremism
and, in some cases, to then participate in terrorist groups.

“Extremism is vocal or active opposition to fundamental British values, including democracy, the
rule of law, individual liberty and mutual respect and tolerance of different faiths and beliefs. We
also include in our definition of extremism calls for the death of members of our armed forces,
whether in this country or overseas” (HM Government Prevent Strategy 2011).

PURPOSE

2.1 This “Preventing Radicalisation Policy” is part of our commitment to keeping children safe
since the “Education and Inspections Act 2006”, schools have a duty to promote community
cohesion. Over the last few years, global events have led to a growth of extremist
viewpoints, including advocacy of violent extremism.

2.2 Schools have an important part to play in both educating children and young people about
extremism and recognising when pupils start to become radicalised. From 1 July 2015,
schools became subject to a duty under section 26 of the Counter-Terrorism and Security
Act 2015 (“CTS 2015”) in exercising their function “to have due regard to the need to
prevent people from being drawn into terrorism”.



2.3

Safeguarding children from all risks of harm is an important part of a school's work and
protecting them from extremism is one aspect of that. Compliance with the Prevent duty
will reflect existing good practice in safeguarding.

24 The duty to prevent children and young people being radicalised is set out in the following
documents:

e Counter Terrorism & Security Act (2015)
¢ Keeping Children Safe in Education (September 2024)
e Working Together to Safeguard Children (February 2024)
e Prevent Duty Guidance: for England and Wales (2023)
e The Prevent Duty: Departmental Advice for Schools and Childminders (2023)
e The Use of social media for On-line Radicalisation (July 2015)

25 Non-statutory guidance
e Promoting fundamental British values as part of SMSC in schools: Departmental

advice for maintained schools (DfE 2014)
* Improving the spiritual, moral, social, and cultural (SMSC) development of pupils:
supplementary information (DfE 2014)
* How social media is used to encourage travel to Syria and Iraq (Home Office).
Under Cumbria’s police guidance, the school's responsibility is to:
e Establish a single point of contact for Prevent.
e Assess risk of pupils being drawn into terrorism.
e Develop an action plan to reduce the risk.
e Train staff to recognise radicalisation and extremism.
¢ Refer vulnerable people to Channel and co-operate with local Channel panels.
e Prohibit extremist speakers and events.
e Manage access to extremist material.
3. ETHOS
3.1 We are a values-based school where we demonstrate authentic positive behaviours to our

colleagues, pupils, and stakeholders. The Prevent agenda is relevant to our value-based
approach as this enables us all to safeguard vulnerable pupils and ensure their wellbeing.
As a values-based policy this document covers:

* Aspire — we all strive to improve wellbeing through effective and targeted response to
support vulnerable pupils.

¢ Enjoy — we ensure that opportunities to improve wellbeing are considered positively.

¢ Include — we ensure everyone is safe in school and in our community — whatever their
needs or vulnerabilities.

* Respect — we ensure fairness, consistency, proportionality, and transparency in our
approach and promote respect for the values of law and democracy in our society.

e Community — we strive to understand the risks and threats to young people in our
community and the importance of keeping our community safe from the threat of
radicalisation and terrorism.

We ensure that through our school vision, values, rules, diverse curriculum and teaching,
we promote tolerance and respect for all cultures, faiths and lifestyles. The Headteacher
ensures that this ethos is reflected and implemented effectively in school policy and

practice and that there are effective risk assessments in place to safeguard and promote
pupils’ welfare.



The school's values of ‘community’ and ‘respect demonstrate our commitment to
supporting and meeting the needs of our young people.

4. RISK ASSESSMENT

4.1

4.2

We assess the risk of radicalisation in our community to be substantial in line with DfE
guidance.

We will carry out an annual risk assessment which will identify the risk of pupils being
drawn into terrorism or extremism. The risk assessment will be undertaken with the advice
of the police and will look at the general risks affecting children and young people in the
local area and the specific risks which may affect groups or individuals within the school,
and it will propose measures to mitigate and manage these risks.

5. RESPONSIBILITIES AND TRAINING

5.1

The Designated Prevent Lead will liaise regularly with the Head and the Governors on
matters relating to the Prevent duty and will monitor the school’s compliance with this duty
through training and updates from the Designated Safeguarding Lead Network meetings.
As part of this process the Designated Prevent Lead will:

5.1.1  ensure that this policy is understood and effectively implemented by staff
throughout the school;

5.1.2 ensure that the School's Prevent policies and procedures and general
safeguarding arrangements consider the policies and procedures of the Cumbria
Safeguarding Children’s Partnership (CSCP).

521 Dbe the single point of contact to oversee and coordinate the school's
implementation of the Prevent duty;

5.2.2  undertake regular prevent awareness training, which is refreshed at least every
two years;

5.2.3 undertake training to be able to assess the risk of children being drawn into
terrorism, including being drawn into support for the extremist ideas that are part
of terrorist ideology;

5.2.4  provide Prevent duty training to all staff so that they (a) understand the general
risks affecting pupils at the school; (b) can identify individual children who might
be at risk of radicalisation; and (c) know what to do to support these children. The
Prevent lead will give consideration to the appropriateness and reliability of training
resources using advice on the government website Educate Against Hate
(Educate Against Hate — Prevent Radicalisation & Extremism:

5.25 provide advice and support to other members of staff on protecting pupils from the
risk of radicalisation;

5.2.6 liaise with local partners, including the Police and the CSCP, to establish what
advice and support they can provide and to seek guidance on the general levels
of risk within the local area;

5.2.7  have responsibility for ensuring that any visiting speakers whether invited by staff
or pupils are suitable and are appropriately supervised (see below);

5.2.8  receive safeguarding concerns about children and young people who may be
vulnerable;

5.2.9  work in partnership with the CSCP on all matters covered by this policy and the
School will follow any locally agreed procedures which are set out by the CSCP;

5.2.10 report to the Head Teach and Governors on these matters.




53

All staff will:

5.3.1  undergo regular Prevent duty training so that staff have the knowledge and
confidence to be able to

(a) understand the general risks of radicalisation affecting pupils at the school;

(b) identify individual children who might be at risk of radicalisation (see
Paragraph 9 below) and spot signs of extremism (see Paragraph 10 below);

(c) challenge extremist views; and
(d) provide appropriate advice to children who are at risk of radicalisation.

5.3.2 be alert to changes in children’s behaviour which could indicate that they may
need help or protection;

5.3.3 use their professional judgement in identifying children who might be at risk of
radicalisation and act proportionately.

6. REFERRAL PROCESS

6.1

6.2

All staff and visitors to the school must refer all concerns about children and young people
who show signs of vulnerability to radicalisation to the Designated Safeguarding Lead
(DSL) or in their absence to the Deputy Safeguarding Lead (Deputy DSL). For further
details about safeguarding referrals please see the School’s Child Protection Procedures.

If the DSL becomes aware of a concern relating to the radicalisation of a pupil the DSL will
discuss this with the Head and the CSCP so that appropriate actions can be taken to
safeguard the pupil and appropriate referrals, including to the Channel programme, can be
made including the use of the Prevent national referral form Get help for radicalisation
concerns — GOV.UK (www.gov.uk).

7. CURRICULUM

7.1

7.2

7.3

7.4

We are committed to ensuring that our pupils are offered a broad and balanced curriculum
that aims to prepare them for life in modern Britain. We encourage our pupils to be
inquisitive learners who are open to new experiences and are tolerant of others.

Our values support the development of the whole child as a reflective learner within a calm,
caring, happy and purposeful atmosphere. Teaching the school's core values alongside
the fundamental British Values supports quality teaching and learning, whilst making a
positive contribution to the development of a fair, just and civil society. These values will
help to build resilience to radicalisation and extremism.

We aim to provide a safe space in which pupils can understand the risks associated with
terrorism and develop the knowledge, skills and confidence to be able to challenge
extremist views. In doing so we are mindful of our existing duties on political impartiality
and ensure the balanced presentation of political issues (Political impartiality in schools —
GOV.UK (www.gov.uk).

We will include opportunities in the curriculum for pupils to build resilience to pressure and
to develop the skills they need to recognise and stay safe from abuse and radicalisation,
in particular:

7.4.1  PD lessons will be used along with form periods to teach pupils to understand and
manage risks associated with terrorism and extremism and radicalisation, online
safety, resist pressure, make safer choices and seek help if necessary. Computing
lessons will also include content on online safety.

7.4.2 By promoting British values such as tolerance and respect as indicated above.



7.4.3  Through citizenship, religious education and other relevant subject syllabus with
focus on democracy, diversity, mutual respect and managing debates around
contentious issues.

8. INTERNET SAFETY

8.1

8.2

8.3

8.4

8.5

The internet provides children and young people with access to a wide range of content,
some of which is harmful. Extremists use the internet, including social media, to share
their messages. The filtering systems in our school blocks inappropriate content, including
extremist content.

Pupils will be taught how to stay safe online, both in school and outside school. They will
be taught to understand the risks posed by adults or young people who use the internet
and social media to groom, abuse or radicalise other people, especially children, young
people and vulnerable adults.

We also filter out social media. Searches and web addresses are monitored and the
Smoothwall and the IT team will alert the DSL where there are concerns and prevent further
access when new sites that are unblocked are found.

Where staff, pupils or visitors find unblocked extremist content they must report it to the
DSL who will in turn discuss it with the Headteacher.

We are aware that children and young people have access to unfiltered internet when
using their mobile phones. Mobile phones which are brought into school must be turned
off and stored out of sight (in a bag or locker, not pockets) immediately as the pupil
arrives at the school gate. They must remain turned off, and out of sight, until the pupil
has left the site at the end of the day. Staff are alert to the need for vigilance when pupils
are using school devices.

9. VISITORS AND VISITING SPEAKERS

91

9.2

10.

10.1

All staff are responsible for ensuring that all visitors and visiting speakers, whether invited
by staff or pupils, are suitable and appropriately supervised. Where appropriate the DSL
will make enquiries of the agency/person who introduced the individual to the school and/or
will undertake appropriate due diligence.

On the rare occasion that a visitor or visiting speaker will have unsupervised access to
pupils they will need to be enhanced DBS checked.

SIGNS OF VULNERABILITY

There are no known definitive indicators that a young person is vulnerable to radicalisation,
but there are several signs that together increase the risk. Signs of vulnerability include
but are not limited to:

underachievement;

being in possession of extremist literature;
poverty;

social exclusion;

traumatic events;

global or national events;

religious conversation;

change in behaviour;

extremist influences;

conflict with family over lifestyle;

confused identity;

victim or witness to race or hate crimes; and
rejection by peers, family, social and faith groups.



11.

11.1

12.

12.1

12.2

13.

13.1

13.2

13.3

134

RECOGNISING EXTREMISM

A part of our wide safeguarding responsibilities to identify signs of abuse we will be alert
to early indicators of radicalisation or extremism which may include:

e showing sympathy for extremist causes;
e glorifying violence;
making remarks or comments about being at extremist events or rallies outside
school;
evidence of possession of illegal or extremist literature;
advocating messages similar to those coming from illegal organisations or other
extremist groups;
e outof character changes in dress, behaviour and peer relationships (but there are
also very powerful narratives, programmes and networks that young people can
come across online so involvement with particular groups may not seem
apparent);
secretive behaviour;
online searches or sharing extremist messages or social profiles;
intolerance of difference, including faith, culture, gender, race or sexuality;
graffiti, art work or writing that displays extremist themes;
attempts to impose extremist views or practices on others;
advocating violence towards others.

CONTACT DETAILS

Contact details of local partners and organisations which offer support and advice about
extremism will be displayed prominently in the school.

These will include the local authority Prevent lead, the local Channel contact, and the local
Police force, 101 and the DfE dedicated telephone helpline and mailbox for non-emergency
advice for staff:

020 7340 7264 and counter-extremism @ education.gsi.qov.uk

CHANNEL

Channel is a programme which focuses on providing support at an early stage to people
who are identified as being vulnerable to being drawn into terrorism. It provides a
mechanism for schools to make referrals if they are concerned that an individual might be
vulnerable to radicalisation. An individual's engagement with the programme is entirely
voluntary at all stages.

Section 36 of the CTSA 2015 places a duty on local authorities to ensure Channel panels
are in place. The panel must be chaired by the local authority and include the police for
the relevant local authority area. Following a referral, the panel will assess the extent to
which identified individuals are vulnerable to being drawn into terrorism, and where

considered appropriate and necessary consent is obtained, arrange for support to be
provided to those individuals.

Section 38 of the CTSA 2015 requires partners of Channel to cooperate with the panel in

the carrying out of its functions and with the police in providing information about a referred
individual.

Guidance issued under section 36(7) and section 38(6) of the CTSA February 2021 in
respect of Channel is available at:
https://www.gov.uk/government/publications/channel-quidance




14.

14.1

14.2

MONITORING AND REVIEW

This Policy will be reviewed by the Head and the DSL annually.

The effectiveness and implementation of this policy will be monitored by the DSL who will
carry an annual review for this purpose. For further information see the school’s separate
policy on Child Protection. The DSL will meet with the Chair of the Governors’
Safeguarding and Welfare Committee for quality assurance during each academic year.

Related Policies

Attendance Policy

Equality & Diversity Policy

School Behaviour Policy

Child Protection Policy & Procedures

Safeguarding: Procedures for Dealing with Allegations of Abuse Against Teachers & Other
Staff

Safeguarding: Safer Recruitment Policy & Procedures
Safeguarding: Code of Conduct for School Based Staff
Whistleblowing Policy

Lost or Missing Children Policy

Acceptable use of IT Policy

PD Policy.



APPENDIX A

Prevent risk assessment for schools

Person completing Steve Milledge DSL  Date Implemented: July 2025
. Schools

A risk assessment is a core part of implementing the Prevent duty. All providers should read guidance from the department on how to complete a risk assessment and on safeguarding students vulnerable to radical
te to staffand

should assess the risk of children being dra o terrorism, induding support for extremist ideas that are part of terrorist ideology. Providers may choose to have a specific separate risk assessment to better comm
[document actions taken to mitigate any risks
The purpose of the risk assessment is to have an awarene ss and under standing of the risk of radicalisation in your area and your institution. The type and scale of activity that will address the risk will vary but should be proportionate to
the level of risk, type of provision, size and phase of education. Thisis an internal document and should be reviewed annually, in line with Keeping Children Safe in Education requirements, or following a seriousincident.

Thisisan internal document and should be reviewed annually, in line with Keeping Children Safe in Education requirements, or following a serious incident.

Risk | Risk 2 Risk 3 Risk 4

Online radialisation from a variety of groups: Islamist extremism is the greatest ERWT is the second highest ideological Whilst LASIT & ‘Other’ accounts for a small minority of CTPNW

The current UK cerrorism chreat level is SUBSTANTIAL: an accack is likely. [ideological threat within the North West. [threat within the North West. caseload, it still presents a significant CT threat.

[ The UK continues to face a persistent threat from Islam st terrorism and The ing and di: ion of The ing of i ials online |Of note, yside-b d Jacob 1 was to 13
is also a common theme within ERWT years imprisonment on 18/0312024. GRAHAM harboured an

extremist material is a common theme.
This is a direct result of the easily and  |caseload. CTPNW observes activity
readily accessible material online. The  [indicative of an ERW mindset (such as government buildings.

Misogynism and 'incel’ culture is arisk to our students through

Extreme Right Wing Terrorism (ERWT). Lefc Wing Anardhist and Single
Issue Terrorism (LASIT) accounts for a small percentage of CTPNW
aseload.

A key risk in the North West emanates from Self-Initiated Terrorism (S-IT).
It is also a key risk nationally, largely due to the unpredicmble nature of  [geographical by
S-IT, making detection difficule. S-ITs emanate from all ideologies. access to wider networks.

anarchist mind-set and aspired to conduct attacks against

nature of the online space transcends  [banner drops) which does not meet the
ies and facili for TACT pr ion. This trend [online influences.

is not observed within the Islamist extremist]|

space.

No CT convicrions were observed in Cumbria during the reporting period
2024.

Local Risks - risk of radicalisation in your area and institution

Risk 2 Risk 3 Risk 4
ERWT is the second highest ideological Whilst LASIT & 'Other’ accounts for a small minority of CTPNW
caseload, it still presents a significant CT threat.

Risk |
Scudents grin access to extremist material online, or through local
extremist activity, such as marches, events, stickering or graffici.
Scudents are exposed to ideologial views of family members, friends or
members of the local communicy.

I slamist extremism is the greatest
ideological threat within the North West. [threat within the North West.

Leadership and Partnership
Support availale

Cacegory

[Prevent eearning
Home Office offer a free e-earning package on Prevent covering
- Prevent avareness
- Prevent referrals
- understanding Channel
Users that complete this craining wil receive a cercifiace.
exp peopl service gov.uk/
The secting does not place suffident priority to |Leaders (including governors and trustees) wichin |Prevent trainingbriefing for scaf (induding SLT) and governors. Leaders are udired in onfine safety which indudes the
Prevent and risk assessment/acion plans (or  |the organisation do not understand the
does not have one) and therefore actions to  |requirem ents of the Prevent Stacutory Duty o
mitigace risks and m et the requirements of  |che risks faced by the organisacion. The Duty is Governors and smior leaders discuss the Prevent Steve]
he Duty are not effective. not managed or enabled at a suffidently senior cgenda annadlywhen the rsk asessment s reviewed | Milledge] 1
level. Al staff have had annud onine safety trining and a
Leaders do not have undersmndingand ultmace |Lead governor for safeguarding Prevent lead is a€ appropriate senioricy.
ownership of cheir incernal sfegiarding annud update frm Qe Litle at the Cambria
processes, nor ensuring tha all scaff have
suffident understanding and that seaff implement
che duty effectively.
Leadership Prevent Policy anf Delivery Unit (PPDU) Stevel ) as
Counter-Extreniam and Non-School Education Disision Milledge|
Leaders do not communicace and promote the  |Sufficient leadership ownership — risk assessm ents, safegurding polides, etc Prevent Risk assessment is discussed at least annudlly Sterd
imporcance of the ducy. being signed off by SLT. t the governars' Safeguarding and Welfare Milledge| U2
Leaders do not drive an effective Leadership have clear ing of d referral Reporting and reerrdl mechaniss are induded in the
culture across the institution. regular training cad reinforced in supenision sessions Sceve] k25
when casefood is dscussed. There is a dsplay in the Milledge|
Leaders do not provide a safe environment in __|Ensuring the sharing of safeguarding policies — scaff completion of craining s Online safety and prevent trcining records are kept Seaid
which children can learn. logged and followed up. and followed op  ensure df staff attend Milledge Jul-25
Promotion of a sfeguarding culture through regular training, discussions, etc| Staffindaction ersures dl staff have online scfety.
There is noca posicive safeguarding auleure in |y e nior seoff visibly involved. Clear induction for new members of scaff trcining, safegarding trdning and a dscussion vith sesvel
school and scaff fall to report concerns about |,y oyne e ceachers the DSL dbou loid threats and the school's systems Milledge| U2
excremism or radilisation. . -
for filtering and ronitoring.
The safeguarding team is not reflective and fails co [Leaders use self-evaluation o identify key prioricies for continuous DSL and DDSLs kave monthly supervision with Senior
review and analyse safeguarding daca to spoc improvem enc Praciitioner sod worker and lead fornighly Seevel ) a5
trends or concerns. superdsion for oter members of the scfeguardng Milledge

Page | of 3



Waorking in Partnership

Capabilities

Staff training

The setting is not fully appraised of national
and local risks, does not work with partners to
safeguard children vulnerable to radicalisation,
and does not have access to good pracice
advice, guidance or supportive peer necworks.

Seaff do not recognise signs of abuse or
vulnerabilities and che risk of harm is not
reporced properly and prompely by scff.

Hazard

The organisation does not estblish effective
partnerships with organisations such as the Loal
(Authority and Police Prevent Team.

Frontline seaff including governors, do not
underscand what radicalisation means and why
people may be vulnerable to being dravim into
terrorism

Risk managemenc

The school has strong partnerships with:

- DSL / headteacher forums

- LADO

+ Community Safecy Parterships - including the Child Centred Policing
ceam

- Police Prevent Team

© Channel panel

- Child and family

Training is broader than face o face or e-learning

+ Local Safeguarding Children's Partnership - regular meetings and bricfings

Frontline scaff including governors, do not know
what m easures are available to prevent people
from being drawn into terrorism and do not
know how to obtain support for people who may
be exploiced by radicalising influences. Seaff do not|
[access Prevent training or refresher training,

E Il saff actend sfegarding
safeguarding and seatutory polides

are familiar with key school

Saff do not access Prevent training or refresher

eraining

Ensure all scaff actend Prevent training with a focus on Notice, Chedk,
Share.
Ensure governors attend Prevent training.

craining on local processes for Prevent.
Maingain records of all scff and governor raining
Refresher training to take place regularly.

Ensure SLT and DSL receive additional support from local partnerships and

Training is qualicy assured and evaluated for effectiveness on a regular basis.

Information Sharing

Reducing Permissive Enyironments

Building children's resilience to radicalisation

Seaff do noc share information with relevant
partners in a tim ely manner.

Children and young people are exposed to
incolerant or hateful narratives and lack
underseanding of the risks posed by terrorist
organisations and extremist ideologies tha

Saaff do not feel confident sharing information

The provider has a culture of sfeguarding that supports effective

with partners regardi ion concerns.

Staff are not aware of the Prevent referral

process.

The secting does not provide a sfe space in which
children and young people @n understand and
discuss sensitive topics, indluding terrorism and
the excremist ideas that are part of terrorist
ideology, and learn how to challenge these ideas.

to:

- idenify children who may need early help or who are at risk of neglecz,

abuse, grooming or exploitation

or referring in a tim ely vay to those who have the expertise o help.

seaff)

 help children reduce their risk of harm by securing the support they need,

[ The insticution has codes of conduct for all seff (teaching and non-ceaching

The secting does not teach a broad and balnced
curriculum which prom otes spiricual, m oral,
culcural m encal and physical developm enc of
scudents and fundam encal British values and

communicy cohesion.

The institution carries out safer recruitment checks on all staff.

land is quality assured.

The school provides opportunities within the curriculum co disauss
controversial issues and for seudents to develop cricical chinking and digical
liceracy skills.

alzo ensuring specific discussions cn ke phce in a safe environment.

Teaching is monicored by senior leaders chrough observations, book checks

The institution embeds fundam ental British values into the curriculum, while

Page 2 of 3

Further action n Lead officer compl

Uare

Supporc availale

The school mckes and maintains strong relationslips Prevent duty guidance
vwith il parters in line with "Working together ...."
We can demonstrate effective partnerships by use of Outlines the requirem ents of the duty, induding working in parership
the referrd process and involvement in Channel wich ochers.
4
p P o
see | e iy pidcsos B e bl cop
Milledge che-prevent-duty
Understanding channel
An overview of channel support and the Prevent Multi-Agency Panels
(PMAP).
| We ommunicate information to staff via staff Prevent e-learning
pddes buletins, notices emais
Home Office offer a free e-learning packags on Prevent covering
- Prevent avareness
- Prevent referrals
- understanding Channel
Users that complete this raining will receive a cerdificate.
Stevel
Milledge Jkas people-vulnerabl icalisation.service. gov.uk/
Prevent resources, guidance and support
| The departm ent's Educate Against Hate website provides a range of
rainingand gidance materials.
v cducaceagninschace.com
CPD ndudes statatory traning s odined dbove.
Scevel
Jul-25
Milledge]
CPD in scfeguarding traring is part of the core
statwory CPD training.
seeve| 1o
Milledge)
(CPD and reglar staff commuanication ensures a Resources to support information shanng
[postie cture of safeguardng at Codkermouth
Schod Staff are regulaly trained and are reminded of The deparm ent has published guidance on makinga Prevent referral.
reporing procecres and use CPOMS well 10 raise Seevel s
concems and report issues. Milledge| o eferral-cop
The shoal has a strong code of condact which is Resources for having difficult classroom conversations
regulaty reviewed and shared vith staff Senior leaders
[provice staff with reminders and updates on a regalar el Educace Againse Hace has a rangs of resources to help teachers conduct
bais Where concerns are raised dbout an adkt Millede] 1425 [difficule conversations wich students. The Lec's Discuss' ceahing packs have
vorking with children, the senior leaders take action, ) been developed o help fadilicate conversations about topics such as
working with refevant partners such s the LADO. fundam encal British values, extreme right-wing terrorism and lsaimizc
excremism.
Serior leaders are trained in safer recruitment, carry
ot the required checks and record this information on e o
the Singte Central Record
Serorleaders and curdiculum leaders carty out regalar _—
checks of the suitcbliiy of the urricium and audit
rocs z.__m” | Jut2s v
e resources/Hileerlets-discuss




Category

Ineffective IT policies increases the likelihood
of students and se#f being drawn inco
extremist macerial and narratives online.
Inappropriate internet use by students is not
identified or followed up.

Hazard

linstitution.

Students can access errorist and extremisc
macerial when accessing the internet at the

Risk managemenc

Further action needed

[ The school ensures appropriate incernet filcering is in place.

Scudents may distribute extremist material

using [The school ensures that there is a dear reporting process in place should

Liate 1or

cer completio

Support availale

IT/policies che insticution IT syscem. filtering systems flagany safeguarding or Prevent- related concerns.

Undear linkages between IT policy and the The designated safegiarding lead should take lead responsibilicy for
Prevent duty. No consideration of filteringas a  |safeguarding and child procection (including online safety).
means of restrictingaccess to harmful content.
The curriculum does not have a dear focus on | The school equips children and young people with the skills o scay safe
online safety and students do not follow a online, boch in school and outside.
curriculum which keeps them safe.

External speakers or visitors being gvena | Leaders do not provide a safe space for children | A process s in place to manage site visitors, including sub-contractors.

platform to radicalise children and young o learn.

people or spread haceful or divisive narratives.
Secting: do not have clear protocols for ensuring |The school has a robuse risk assesment and carries out due diligence checks
chac any visicing speakers are suitble and on visitors, speakers, the orginisations they represent and the materials they
lappropriately supervised. promote or share.

Visitors

The secting does not conduct any due diligence
checks on visitors or the materials they may use. |& due diligsnce checks are carried out on those usingbookingand

The privace/comm ercial use of the institution’s spaces s effectively managed

orginisations that they represent.

The setting seeks advice and support from partners where necessary to
make an assessment of suitabilicy.

The schoal filows the guidance on fitering and onfine Web filtering and online safety
sofety:
The Departm ent for Education have issued comprehensive guidance on
Seeve| | s [now schools and calleges should be wsing fikeringard moricoring
Milledge] scandards, including specific measures to comply with the Prevent duty.
- Sp—— Y
chobliand i jeoring forachooland.
Smootiwdl reparts are monitored by the DSL and S colleges
cevel
Milleage|
Further guidance is available at hzps://mferinternet org ukguide-and-
The responstites of the DSL are made dear in th d-school-scafl/appropriate-fiering and-
cOnine Safey blcy whichis evewed by Governors Stevel 1 pg [monicoringappropriace-monicoring
ol Milledge]
— You can tesc whether your internet service provider rem oves terrorist
The onfine sdet; carriulam is coordnated between R content a hecp/ceseifering com/
the cormputing cad PD departments with regular input el Juas
Milledge|
?::_..m u&ﬂ..emi and pastord teams asnd The Joint Information Systems Commiczee (ISC) can provide spedalise
Visitors re DES thecked in accordance vith KCSIE and Political Impartiality Guidance
supervised onsit if necessary. Reception staff are
trained and bidl vsitirs on scfeguarding expectations. SIVE) | a5 [When using excernal agendies, schools in England muse be mindful of their
Milledge, existing duties regarding political im partiality and to ensure the balanced
presenction of political issucs. Guidance on chis is available on GOY.UK.
I staff are reminded of politicd imp artdity guidance
and spedkerstoschool are vetted their materids s - i3
checked before tey visit the school and staff members Steve| Jul2s
attend their presntationslassemblies 1o ensure the Milledge)
<ontent is ddversdin @ safe manner.
The letings policy and processes are dear dbout seeve| oo
expectations and responsbibties. | Milledge| "
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