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St Bartholomew’s C of E (VA) Primary School 
Follow Jesus in all we do 

 
School Vision 
 

We seek to ensure that by following Jesus, each individual is inspired to shine in all areas 

of their educational and spiritual development.  

 

‘For I know the plans I have for you,’ declares the Lord, ‘plans to prosper you and not to 

harm you, plans to give you hope and a future.’ (Jeremiah 29:11) 

 
Mission Statement 
 

Follow Jesus in all we do 

 

‘When Jesus spoke again to the people, he said, “I am the light of the world. Whoever 

follows me will never walk in darkness but will have the light of life”.’ (John 8:12) 

 
Core Values 
 

Our school is underpinned by 6 core values; 

 

Courage 

‘Be strong and courageous; do not be frightened or dismayed, for the Lord your God is 

with you wherever you go.’ (Joshua 1.9) 

 

Friendship 

‘Love each other as I have loved you.’ (John 15:12) 

 

Service  

‘Serve one another in love’ (Galatians 5.13)  

 

Forgiveness 

‘Do not judge, and you will not be judged; Do not condemn, and you will not be 

condemned; Forgive, and you will be forgiven’ (Luke 6:37) 

 

Justice 

‘And what does the Lord require of you? To act justly and to love mercy and to walk 

humbly with your God.’ (Micah 6:9) 

 

Love  

‘Give thanks to the Lord, for he is good; his love endures forever.’ (Chronicles 16:34) 
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St Bartholomew’s CE Parish VA Primary School 

 

 

Privacy Notice (How we use pupil information)  

 

We collect and hold personal information relating to our pupils and may also receive 

information about them from their previous school, local authority and/or the 

Department for Education (DfE).  

 

We use this personal data to:   
 

• support our pupils’ learning  

• monitor and report on their progress  

• provide appropriate pastoral care   

• assess the quality of our services  

  

The categories of pupil information that we collect, hold and share include:  

 

 Personal identifiers and contacts (such as name, unique pupil number, contact 

details and address) 

 Characteristics (such as ethnicity, language, and free school meal eligibility) 

 Safeguarding information (such as court orders and professional involvement) 

 Special educational needs (including the needs and ranking) 

 Medical and administration (such as doctors information, child health, dental 

health, allergies, medication and dietary requirements) 

 Attendance (such as sessions attended, number of absences, absence reasons 

and any previous schools attended) 

 Assessment and attainment (such as key stage 1 and phonics results, post 16 

courses enrolled for and any relevant results) 

 Behavioural information (such as exclusions and any relevant alternative provision 

put in place) 

 

Why we collect and use this information  

 

We use the pupil data:  

  

a) to support pupil learning  

b) to monitor and report on pupil attainment progress  

c) to provide appropriate pastoral care  

d) to assess the quality of our services 

e) to keep children safe (food allergies, or emergency contact details)  

f) to meet the statutory duties placed upon us for the Department for Education 

(DfE) data collections 

 

Under the UK General Data Protection Regulation (UK GDPR), the lawful bases we rely 

on for processing pupil information are: 

 

We collect and use pupil information under Article 6 of the GDPR in order to comply 

with our legal obligations as a school and carry out our duties as educators to protect 

and support the children and staff in our care. In addition regarding Article 9, the 

processing of special categories of personal data, we note part b) as there are times 

https://www.gov.uk/data-protection
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when using such information is necessary for us in carrying out our obligations. We have 

a range of statutory obligations regarding data collection from the Department for 

Education in line with the requirements of the Education Act 1996. Further details can 

be found on the Department’s website here:  

https://www.gov.uk/education/data-collection-and-censuses-for-schools   

 

Collecting pupil information 

 

We collect pupil information from Data Collection forms completed by parents when 

the pupil registers with our school, Pupil Access and Common Transfer File (CTF) from a 

previous school. 

 

Pupil data is essential for the schools’ operational use. Whilst the majority of pupil 

information you provide to us is mandatory, some of it requested on a voluntary basis. In 

order to comply with the data protection legislation, we will inform you at the point of 

collection, whether you are required to provide certain pupil information to us or if you 

have a choice in this.  

 

Storing pupil data  

 

We hold pupil data for a range of time periods detailed in our School Retention Policy. 

(In line with guidance from the Information and Records Management Society’s toolkit 

for schools. 2 For example, Children’s Social Care, Special Educational Needs, 

Attendance Support etc.) 

 

Please refer to the School’s Retention Policy for details. A copy of the policy is available 

on request.   

 

Who we share pupil information with  

 

We routinely share pupil information with:  

  

 schools that the pupil’s attend after leaving us 

 our local authority & it’s services 

 the Department for Education (DfE)   

 NHS staff – School nurses, Health Visitors, CAMHS workers  

 

Why we regularly share pupil information  

 

We do not share information about our pupils with anyone without consent unless the 

law and our policies allow us to do so. We share pupils’ data with the Department for 

Education (DfE) on a statutory basis. This data sharing underpins school funding and 

educational attainment policy and monitoring.  

 

We are required to share information about our pupils with our local authority (LA) and 

the Department for Education (DfE) under section 3 of The Education (Information 

About Individual Pupils) (England) Regulations 2013.  

 

 

 

https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
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Department for Education (DfE) 

 

The Department for Education (DfE) collects personal data from educational settings 

and local authorities via various statutory data collections. We are required to share 

information about our pupils with the Department for Education (DfE) either directly or 

via our local authority for the purpose of those data collections, under: 

 

Section 3 of The Education (Information About Individual Pupils) (England) Regulations 

2013 

 

To find out more about the data collection requirements placed on us by the 

Department for Education (for example; via the school census) go to 

https://www.gov.uk/education/data-collection-and-censuses-for-schools  

 

All data is transferred securely and held by the Department for Education (DfE) under a 

combination of software and hardware controls, which meet the current government 

security policy framework.  

 

For more information, please see ‘How Government uses your data’ section. 

 

Information sharing with Public Heath  

  

The school shares class list information with providers in connection with the following 

public health screening programmes:   

 

National Child Measurement Programme (NCMP)   

 

The lawful basis for processing personal data is:   

 

Art. 6 (1) (e) GDPR:   

 

Processing is necessary for the performance of a task carried out in the public interest or 

in the exercise of official authority vested in the controller.  

 

The personal data processed in respect of these two public health screening 

programmes includes personal data revealing ethnic origin which is classified as special 

category personal data under Art. 9 GDPR which merit special protection and 

consequently a further condition for processing is required.   

 

The additional lawful basis for processing special category personal data (specifically 

ethnic origin) is:   

 

Art. 9 (2) (i) GDPR:   

 

Processing is necessary for reasons of public interest in the area of public health, such as 

protecting against serious cross-border threats to health or ensuring high standards of 

quality and safety of health care and of medicinal products or medical devices, on the 

basis of [F7domestic law] which provides for suitable and specific measures to 

safeguard the rights and freedoms of the data subject, in particular professional 

secrecy 

https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/government/publications/security-policy-framework
https://www.gov.uk/government/publications/security-policy-framework
https://www.legislation.gov.uk/eur/2016/679/article/9#commentary-key-84e11d98c21f329477a146f40dfc0e76


 

7 | P a g e  
 

 

Dental Screening Survey & Vision Screening Programmes   

 

The lawful basis for sharing personal data is:   

 

Art. 6 (1) (f) GDPR:   

 

Processing is necessary for the purposes of the legitimate interests pursued by the 

controller or by a third party   

 

The legitimate interest is to provide public health services and improve health and 

wellbeing outcomes for children and young people, which falls outside the task of 

schools as public authorities to provide education to children and young people.   

 

Processing is necessary as only schools hold up to date class list/address data to 

facilitate:   

 

 Any necessary follow-up arrangements, in response to identified need or to 

promote health and wellbeing, by health professionals. Contact is arranged with 

the child/ young person or with parents/ carers.   

 Any appointments being sent to the parent/guardian of a child who requires 

further assessment of their optical health needs – or to arrange follow-up as 

indicated by the initial screening tests.   

  

The LEA only receive snapshot census data 3 times per year.   

 

It is in the child's interests to be offered an appointment to treat any identified further 

health needs. Some conditions such as amblyopia (lazy eye) are much more difficult to 

treat if left undiagnosed after the age of 8 and can result in permanent vison loss.   

 

Optical and oral health are important aspects of a child’s overall health status  

 

For further information regarding Lancashire County Council’s Public Health privacy 

notice please follow this link:    

 

https://www.lancashire.gov.uk/council/transparency/access-to-

information/serviceand-project-specific-privacy-notices/public-health-schools/    

 

Requesting access to your personal data 

  

Under data protection legislation, parents and pupils have the right to request access 

to information about them that we hold. To make a request for your personal 

information, or be given access to your child’s educational record, contact the 

Headteacher of the School either by letter, phone (01254 884534) or via email to 

head@st-barts.lancs.sch.uk  

  

You also have the right to:  

 

 to ask us for access to information about you that we hold  

 to have your personal data rectified, if it is inaccurate or incomplete 

https://www.lancashire.gov.uk/council/transparency/access-to-information/service-and-project-specific-privacy-notices/public-health-schools/
https://www.lancashire.gov.uk/council/transparency/access-to-information/service-and-project-specific-privacy-notices/public-health-schools/
mailto:head@st-barts.lancs.sch.uk
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 to request the deletion or removal of personal data where there is no compelling 

reason for its continued processing 

 to restrict our processing of your personal data (i.e. permitting its storage but no 

further processing) 

 to object to direct marketing (including profiling) and processing for the purposes 

of scientific/historical research and statistics 

 not to be subject to decisions based purely on automated processing where it 

produces a legal or similarly significant effect on you 

 

If you have a concern about the way we are collecting or using your personal data, we 

request that you raise your concern with us in the first instance. Alternatively, you can 

contact the Information Commissioner’s Office at https://ico.org.uk/concerns/  

 

For further information on how to request access to personal information held centrally 

by the Department for Education (DfE), please see the ‘How Government uses your 

data’ section of this notice. 

 

CCTV 

 

St Bartholomew’s use CCTV and the images/recordings produced to: 
 

 prevent or detect crime; 

 keep its pupils, staff, and visitors in a safe and secure environment; 

 prevent damage to the school property and its surroundings. 

 

CCTV monitors the exterior of the building 24 hours a day. 

 

Camera locations are chosen to minimise viewing of spaces not relevant to the 

legitimate purpose of the monitoring. As far as practically possible, CCTV cameras will 

not focus on areas expected to be private, for example, toilets etc. 

 

Surveillance systems will not be used to record sound. Images are monitored by 

authorised members of staff in the course of their duties. Staff using surveillance systems 

will be given appropriate training to ensure they understand and observe the legal 

requirements related to the processing of relevant data. 

 

In order to ensure that the rights of the individuals recorded by the CCTV system are 

protected, the data gathered from the CCTV cameras will be stored in a way that 

maintains its integrity and security. This may include encrypting the data, where it is 

possible to do so. 

 

Data recorded by the CCTV system will be stored on a secure server. Data from CCTV 

cameras will not be retained indefinitely but will be permanently deleted once there is 

no reason to retain the recorded information. Exactly how long the images will be 

retained for will vary according to the purpose for which they are being recorded. For 

example, where images are being recorded for crime prevention purposes, data will 

be kept for long enough only for incidents to come to light. In all other cases, recorded 

images will be kept for no longer than 30 days. All images stored in whatever format will 

be erased permanently and securely. Any physical matter such as tapes or discs will be 

disposed of as confidential waste. Any still photographs and hard copy prints will be 

disposed of as confidential waste. 

https://ico.org.uk/concerns/
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St Bartholomew’s will ensure that the ongoing use of existing CCTV cameras in and 

around the School is reviewed at least every 12 months to ensure that their use remains 

necessary and appropriate, and that any surveillance system is continuing to address 

the needs that justified its introduction. 

 

Data will not normally be released unless satisfactory evidence that it is required for 

legal proceedings or under a court order has been produced. 

 

 

Contact  

 

If you would like to discuss anything in this privacy notice, please contact:  

The Headteacher of the School either by letter, phone (01254 884534) or via email to 

head@st-barts.lancs.sch.uk  

 

mailto:head@st-barts.lancs.sch.uk

