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“Guided by Jesus Christ, our teacher, we journey together,

learning to dream, believe and achieve”

St. Clare’s R.C. Primary School 

Computing Policy 

 This policy sets out St Clare’s RC Primary School’s aims and strategies for the successful delivery of Computing. This policy should be read in conjunction with other relevant school policies such as the Safeguarding, Equal Opportunities, Curriculum, Finance, Teaching & Learning, SEND and Assessment policies. The policy has been developed by the Computing Leader in consultation with the SENCO, Leadership Team and teachers. Guidance from consultants and pupil, parent and staff voice questionnaires have shaped and will continue to help shape this policy. This policy is based on government recommended/statutory programmes of study. Due to the fast pace of technology innovation and constantly emerging trends, it is recommended that this policy is reviewed, at minimum, at the start of every academic cycle.
Aims
St Clare’s RC Primary School believes that every child should have the right to a curriculum that champions excellence; supporting pupils in achieving to the very best of their abilities. We understand the immense value technology plays not only in supporting the Computing and whole school curriculum but overall in the day-to-day life of our school. We believe that technology can provide: enhanced collaborative learning opportunities; better engagement of pupils; easier access to rich content; support conceptual understanding of new concepts and can support the needs of all our pupils.

Our Aims:
-Provide an exciting, rich, relevant and challenging Computing curriculum for all pupils. Teach pupils to become responsible, respectful and competent users of data, information and communication technology. 

-Provide technology solutions for forging better home and school links. 

-Enthuse and equip children with the capability to use technology throughout their lives. 

-Teach pupils to understand the importance of governance and legislation regarding how information is used, stored, created, retrieved, shared and manipulated. 

-Utilise computational thinking beyond the Computing curriculum. 

-Give children access to a variety of high quality hardware, software and unplugged resources. 

-Equip pupils with skills, strategies and knowledge that will enable them to reap the benefits of the online world, whilst being able to minimise risk to themselves or others. 

-Exceed the minimum government recommended/statutory guidance for programmes of study for Computing and other related legislative guidance (online safety). 

-Instil critical thinking, reflective learning and a ‘can do’ attitude for all our pupils, particularly when engaging with technology and its associated resources. 

-Use technology imaginatively and creatively to inspire and engage all pupils, as well as using it to be more efficient in the tasks associated with running an effective school.

Safeguarding: Online Safety
Online safety has a high profile at St Clare’s RC Primary School for all stakeholders. We ensure this profile is maintained and that pupil needs are met by the following:

-A relevant up-to-date online safety curriculum which is progressive from Early Years to the end of Year 6. 

-Through our home/school links and communication channels, parents are kept up to date with relevant online safety matters, policies and agreements. They know who to contact at school if they have concerns. 

-Data policies which stipulate how we keep confidential information secure. 

-A curriculum that is threaded throughout other curriculums and embedded in the day-to-day lives of our pupils. 

-Pupils, staff and parents have Acceptable Use Policies which are signed and copies freely available. 

-Training for staff and governors which is relevant to their needs and ultimately positively impacts on the pupils. 

-Our online safety policy (part of our safeguarding policy) clearly states how monitoring of online safety is undertaken and any incidents/infringements to it are dealt with. 

-Scheduled pupil voice sessions and learning walks steer changes and inform training needs. 

-Filtering and monitoring systems for all our online access.
Curriculum
As a school, we have chosen the Purple Mash Computing Scheme of Work from Reception to Year 6. The scheme of work supports our teachers in delivering fun and engaging lessons which help to raise standards and allow all pupils to achieve to their full potential. We are confident that the scheme of work more than adequately meets the national vision for Computing. It provides immense flexibility, strong cross-curricular links. Furthermore, it gives excellent supporting material for less confident teachers.

Early Years

We aim to provide our pupils with a broad, play-based experience of Computing in a range of contexts. We believe the following:

-Early Years learning environments should feature ICT scenarios based on experience in the real world, such as in roleplay. 

-Pupils gain confidence, control and language skills through opportunities to ‘paint’ on the interactive board/devices or control remotely operated toys. 

-Outdoor exploration is an important aspect, supported by ICT toys such as metal detectors, controllable traffic lights and walkie-talkie sets.

-Recording devices can support children to develop their communication skills. This is especially useful for children who have English as an additional language.

Key Stage 1 Outcomes

-Understand what algorithms are, how they are implemented as programs on digital devices, and that programs execute by following a sequence of instructions. 

-Write and test simple programs. 

-Organise, store, manipulate and retrieve data in a range of digital formats. -Communicate safely and respectfully online, keeping personal information private, and recognise common uses of information technology beyond school.
Key Stage 2 Outcomes

-Design and write programs that accomplish specific goals, including controlling or simulating physical systems; solve problems by decomposing them into smaller parts. -Describe how Internet search engines find and store data; use search engines effectively; be discerning in evaluating digital content; respect individuals and intellectual property; use technology responsibly, securely and safely. 

-Use sequence, selection and repetition in programs; work with variables and various forms of input and output; generate appropriate inputs and predicted outputs to test programs. 

-Select, use and combine a variety of software (including internet services) on a range of digital devices to accomplish given goals, including collecting, analysing, evaluating and presenting data and information. 

-Use logical reasoning to explain how a simple algorithm works and to detect and correct errors in algorithms and programs. 

-Understand computer networks including the internet; how they can provide multiple services, such as the world-wide web; and the opportunities they offer for communication and collaboration.

-Describe how Internet search engines find and store data; use search engines effectively; be discerning in evaluating digital content; respect individuals and intellectual property; use technology responsibly, securely and safely.

-Select, use and combine a variety of software (including internet services) on a range of digital devices to accomplish given goals, including collecting, analysing, evaluating and presenting data and information.

Acceptable Use Policy

The Acceptable Use Policy:     All adults working in school

All adults working with ICT equipment in Manchester schools must ensure that they have read and agree to abide by the Acceptable Use Policy. 

This downloadable document should be included in the staff handbook. 

Here is a summary of some of the main points:

For personal use:
· Do not give anyone access to your login name or password. 

· Do not open other people’s files without express permission. Do not corrupt, interfere with or destroy any other user’s information.

· Do not release personal details including phone numbers, fax numbers or personal e-mail addresses of any colleague or pupil over the Internet.

· Do not reproduce copyright materials without first getting permission from the owner. Many people will make their work freely available for education on request. Acknowledge sources on all resources used.

· Do not attempt to visit sites which might be considered inappropriate. 
All sites visited leave evidence on the computer. Downloading some material is illegal and the police or other authorities may be called to investigate such use. 

· Use of school Internet access for business, profit, advertising or political purposes is strictly forbidden.

· Users should log out and close their browser when their session has finished.

Personal E-mail

· Follow school guidelines contained in the ICT policy for the use of e-mail.

· Observe netiquette on all occasions. E-mail should not be considered a private medium of communication.

· Do not include offensive or abusive language in your messages or any language which could be considered defamatory, obscene, menacing or illegal. Do not use language that could be calculated to incite hatred against any ethnic, religious or other minority. You should be aware that all e-mail is automatically monitored.

· Make sure nothing in the messages could be interpreted as libellous.

· Do not send any message which is likely to cause annoyance, inconvenience or needless anxiety.

· Do not send any unsolicited promotional or advertising material nor any chain letters or pyramid selling schemes.

When using the Internet, Learning Platform or e-mail with children

· Remind children of the rules for using the Internet, the Learning Platform or e-mail.

· Watch for accidental access to inappropriate materials and report the offending site to the ICT Service Desk – ict.servicedesk@oxfordshire.gov.uk or telephone 0845 052 1000.
· Be aware of issues relating to cyber bullying and watch for evidence of any distress caused by the use of ICT and investigate its cause. 
· Check before publishing children’s work; make sure that you have parental permission.

· Ensure children cannot be identified from photographs and ensure that children do not use any personal photographs on their personal homepage on the Learning Platform.

· Be aware of issues relating to e-safety and cyber bullying and watch for evidence of any distress caused and investigate the reasons behind such distress.

· Report any breaches of the school’s Internet policy to the Headteacher. 

Pupil’s Name
Date


E-Learning Code of Conduct

Dear Parent/Guardian,

As part of our curriculum we encourage pupils to make use of educational resources available on the Internet. We also provide pupils with access to a Learning Platform. Access to the Internet enables pupils to conduct research and obtain high quality educational resources from libraries, museums, galleries and other information sources from around the world. Access to the Learning Platform provides all pupils with an online, personal storage area as well as access to online learning resources which are available anytime, anywhere.

To guard against accidental access to materials which are inappropriate in school, schools access the Internet and the Learning Platform by means of the MEWAN/STMWAN which provides an appropriately filtered service. However, it is not possible to provide a 100% assurance that pupils might not accidentally come across material which would be inappropriate.

Therefore, before they access the Internet and the Learning Platform we would like all pupils to discuss the attached E‑Learning Code of Conduct with their parents/guardians and then return the signed form to the school office. 

We believe that the educational benefits to pupils from access to the Internet and the Learning Platform, in the form of information resources and opportunities for collaboration, far outweigh the potential disadvantages.

During lesson time teachers will guide pupils toward specific materials and educational resources. Where pupils are given permission to access the Internet and the Learning Platform outside lessons they must agree to access only those sites that are appropriate for use in school and use the e-learning resources appropriately. 

Yours sincerely

E-LEARNING CODE OF CONDUCT

This code of conduct applies at all times, in and out of school hours, whilst using school equipment.

Internet, e-mail and access to a Learning Platform will be provided for you to conduct research, communicate with others and access your personal on-line storage space as well as learning resources but only on the understanding that you agree to follow this code. This code of conduct is not intended to be exhaustive. At all times you should use e-Learning resources in an appropriate and responsible manner.

THE CODE

You should:

[image: image1]
· Only access sites which are appropriate for use in school. This also applies outside lesson time
· Be aware that your actions on the Internet, when using e-mail and in the Learning Platform can be seen and monitored

· Be aware that information on an Internet web site may be inaccurate or biased. Try to verify the information using other sources, if possible, before using it
· Be careful of what you say to others and how you say it. Never give your name, home address, telephone numbers or any personal information about yourself or others to any strangers you write to or communicate with on the Internet. Never arrange to meet strangers who approach you whilst on the computer; anyone can pretend to be someone else. Someone pretending to be a friend may not have your best interests at heart

(
Treat others as they would expect to be treated, e.g. show respect and be polite. Remember that something that may seem like a joke to you could upset someone else.

(
Always tell your teacher or another adult if you ever see, hear or read anything which makes you feel uncomfortable while using the Internet, e-mail or the Learning Platform


(
Respect copyright and trademarks. You cannot use the words or pictures that you see on an Internet site without giving credit to the person who produced the information originally. You must not copy text or pictures from the Internet and hand it in to your teacher as your own work.

	

(
       Check with a teacher before:
	* sending e-mail

	
	* downloading files

	
	* completing questionnaires or subscription forms

* opening e-mail attachments


You should not:


X

Send, access, store or display offensive or upsetting messages or pictures

 
X
Use or send bad, threatening or annoying language nor any language which might incite hatred against any ethnic, religious or other minority

 
X
Intentionally waste resources

Please note:

You should always log out and close your browser when your session has finished.

User areas on the school network will be closely monitored and staff may review your files and communications to maintain system integrity.

Failure to follow the code will result in loss of access and further disciplinary action may be taken if appropriate. If applicable, external agencies may be involved: certain activities may constitute a criminal offence.

Copyright Release

This school may produce printed publications and/or a school web site which may include examples of pupil’s work and/or photographs of pupils. No child’s work will ever be used without his/her permission and we take the issue of child safety very seriously which includes the use of images of pupils. Including images of pupils in school publications and on the school website can be highly motivating for the pupils involved, and provides a good opportunity to promote the work of the school. However, schools have a duty of care towards pupils, which means that pupils must remain unidentifiable, reducing the risk of inappropriate contact, if images are used in this way. 

We ask that parents consent to the school publishing their children’s work and to the taking and using of photographs and images of their children subject to strict confidentiality of personal information. (This can be changed at any time; just see the Headteacher or Computing Co-ordinator).

Digital Video

Digital video is an exciting medium which can motivate and inspire pupils. Research has shown that using digital video in education can help encourage creativity, motivate and enthuse pupils, and improve communication and team-working skills.

At St. Clare’s R.C. Primary School, we intend to use digital video as part of our learning and teaching and for the recording of school productions and events.

We ask that parents consent to their child taking part in the production of digital video, and/or appearing in films. 

Whereas the risks of using digital video in education are minimal, schools have a duty of care towards pupils. This means that pupils will remain unidentifiable, reducing the risk of inappropriate contact, if images or examples of their work (including digital video) are used on the school website. All digital video work at St. Clare’s R.C. Primary School is underpinned by our acceptable use and internet safety policies. 

E-LEARNING CODE OF CONDUCT – YOUNG USERS

You should:


Always follow the instructions of your teacher.


Keep your username and password secret.


Always be nice and polite when you send messages to other users.


Always tell your teacher if you see, hear or read anything which makes you feel uncomfortable while using the computer.

You should not:


Send anyone a message which is not nice.


Use bad language in a message.


Use any other person’s work or e-mail.


Tell a stranger any of the following information:

(
your name

(
your home address

(
your telephone number
(
any other personal information about yourself or any of your friends
When you are finished using a computer you should always close it down properly following your teacher’s instructions.

E-LEARNING CODE OF CONDUCT

Pupil:
 Class
Date



My parents and I have read the E-Learning Code of Conduct and I agree to follow it.

Pupil Signature
Date


Parent:

As parent or guardian, I have read, discussed and explained the E-Learning Code of Conduct to my son/daughter.  I understand that if he/she fails to follow this code, his/her individual access may be withdrawn and I will be informed.

Parent/Guardian Signature
Date


Permission and Copyright Release

I consent to photographs and digital images of the child named above, appearing in printed publications or on the school website. I understand that the images will be used only for educational purposes and that the identity of my child will be protected. I also acknowledge that the images may also be used in and distributed by other media, such as CD-ROM, as part of the promotional activities of the school. 

I also consent to examples of my child’s work being published on the school web site or in other media, subject to strict confidentiality of personal information. 

Parent/Guardian Signature
Date


Digital Video
I consent to my child taking part in St. Clare’s R.C. Primary School’s projects using digital video. I consent to my child taking part in the production of digital videos and appearing in films. I understand that films may be made available on the school website or used in other school promotional activities. 
Parent/Guardian Signature
Date
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