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Part 1 Safeguarding Information for all staff 
 

1.0 What School and College Staff Need to Know  
 
All staff are aware of systems within our school, which support 
safeguarding, and these should be explained to them as part of staff 
induction. This should include the:  
 
• Child Protection Policy.  
• Behaviour Policy- Behaviour guidance updated 
• Staff Behaviour Policy (sometimes called a Code of Conduct).  
• Safeguarding response to children who go missing from 

education; and  
• Role of the Designated Safeguarding Lead (including the identity 

of the Designated Safeguarding Lead and any deputies).  
• Copies of Policies and a copy of Part one (or Annex A in Keeping 

Children Safe if appropriate) of this document is provided to staff 
at induction.  

• All our staff will receive appropriate safeguarding and child 
protection training (including online safety which, amongst other 
things, includes an understanding of the expectations, applicable 
roles and responsibilities in relation to filtering and monitoring – at 
induction. The training should be regularly updated. In addition, all 
staff will receive safeguarding and child protection (including 
online safety) updates (for example, via email, e-bulletins, and 
staff meetings), as required, and at least annually, to continue to 
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provide them with relevant skills and knowledge to safeguard 
children effectively. 

 
1.13 Online safety Policy 
 
The breadth of issues classified within online safety is considerable 
and ever evolving, but can be categorised into four areas of risk: 
Content: being exposed to illegal, inappropriate, or harmful content, 
for example: pornography, fake news, racism, misogyny, self-harm, 
suicide, anti-Semitism, radicalisation, and extremism. 
Contact: being subjected to harmful online interaction with other 
users; for example: peer to peer pressure, commercial advertising and 
adults posing as children or young adults with the intention to groom 
or exploit them for sexual, criminal, financial or other purposes. 
Conduct: online behaviour that increases the likelihood of, or causes, 
harm; for example, making, sending and receiving explicit images 
(e.g. consensual and non- consensual sharing of nudes and semi-
nudes and/or pornography, sharing other explicit images and online 
bullying, and 
Commerce: risks such as online gambling, inappropriate advertising, 
phishing and or financial scams. If you feel your pupils, students or staff 
are at risk, please report it to the Anti-Phishing Working Group 
(https://apwg.org/). 
Considering the 4Cs (above) will provide the basis of an effective 
online policy. Our school have a clear policy on the use of mobile and 
smart technology, which will also reflect the fact many children have 
unlimited and unrestricted access to the internet via mobile phone 
networks (i.e. 3G, 4G and 5G). This access means some children, 
whilst at school or college, sexually harass, bully, and control others 
via their mobile and smart technology, share indecent images 
consensually and non-consensually (often via large chat groups) and 
view and share pornography and other harmful content. 
As an education setting, we are directly responsible for ensuring they 
have the appropriate level of security protection procedures in place in 
order to safeguard their systems, staff and learners and review the 
effectiveness of these procedures periodically to keep up with 
evolving cyber-crime technologies. Guidance on e-security is available 
from the National Education Network. In addition, schools and 
colleges should consider meeting the Cyber security standards for 
schools and colleges.GOV.UK. Broader guidance on cyber security 
including considerations for governors and trustees can be found at  
Cyber security training for school staff - NCSC.GOV.UK. 
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1.18 Children with special educational needs, disabilities, or 
health issues 
Children with special educational needs or disabilities (SEND) or 
certain medical or physical health conditions can face additional 
safeguarding challenges both online and offline. We ensure their child 
protection policy reflects the fact that additional barriers can exist 
when recognising abuse and neglect in this group of children 
These can include: 

• Assumptions that indicators of possible abuse such as 
behaviour, mood and injury relate to the child’s condition without 
further exploration 

• These children being more prone to peer group isolation or 
bullying (including prejudice-based bullying) than other children 

• The potential for children with SEND or certain medical 
conditions being disproportionately impacted by behaviours such 
as bullying, without outwardly showing any signs, and 

•  Communication barriers and difficulties in managing or reporting 
these challenges. 

• Cognitive understanding – being unable to understand the 
difference between fact and fiction in online content and then 
repeating the content/behaviours in schools or colleges or the 
consequences of doing so. 

Any reports of abuse involving children with SEND will therefore 
require close liaison with the Designated Safeguarding Lead (or 
a Deputy) and the SENCO or the named person with oversight 
for SEND in a college. 

WE consider extra pastoral support and attention for these children, 
along with ensuring any appropriate support for communication is in 
place. 

•  SEND Code of Practice 0 to 25 years, and 
•  Supporting Pupils at School with Medical Conditions. And from 

specialist organisations such as: 

• The Special Educational Needs and Disabilities Information and 
Support Services (SENDIASS). SENDIASS offer information, 
advice and support for parents and carers of children and young 
people with SEND. All local authorities have such a service:  Find 
your local IAS service (councilfordisabledchildren.org.uk) 

• Mencap - Represents people with learning disabilities, with 
specific advice and information for people who work with children 
and young people 
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1.3.3 Children Missing from Education  
 
Guidance on school attendance ‘Working together to improve school 
attendance’ including information on how schools should work with 
local authority children’s services where school absence indicates 
safeguarding concerns. 
 
Information regarding schools’ duties regarding children missing 
education, including information schools must provide to the local 
authority when removing a child from the school roll at standard and 
non-standard transition points, can be found in the department’s 
statutory guidance:  Children Missing Education. 
 
Further information for colleges providing education for a child of 
compulsory school age can be found in:  Full-time-Enrolment of 14 to 
16 year olds in Further Education and Sixth Form Colleges. 
 
General information and advice for schools and colleges can be found 
in the 
Government’s  Missing Children and Adults Strategy. 
Keeping children safe in out-of-school settings  
 

 
 

1.4.4 Operation Encompass 
  
We receive Operation Encompass Notifications. Operation Encompass 
is to highlight that a Domestic Abuse Incident has taken place and the 
police have been called. We will be keeping an eye on changed 
behaviour and logging anything out of the ordinary. Operation 
Encompass is working well in Worcestershire Schools and 
Worcestershire Children First have successfully send DA notifications 
to schools. All this is great news for children and their families. It helps 
police and schools work together to provide emotional and practical 
help to children. The system ensures that when police are called to an 
incident of domestic abuse, where there are children in the household 
who have experienced the domestic incident, the police will inform 
Worcestershire Children First, who then inform the School (usually the 
Designated Safeguarding Lead) in school before the child or children 
arrive at school the following day. This is so we have up to date relevant 
information about the child’s circumstances and can enable support to 
be given to the child according to their needs. 
 
Operation Encompass Early Years  
Worcestershire Children First now send DA notifications to early years 
settings St Joseph’s Catholic primary School receives Operation 
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Encompass notifications, and we support those children and their 
families via our Early Help offer (Supporting Families) 

 

1.4.7 Forced Marriage 
Forcing a person into a marriage is a crime in England and Wales. A 
forced marriage is one entered into without the full and free consent of 
one or both parties and where violence, threats or any other form of 
coercion is used to cause a person to enter into a marriage. Threats 
can be physical or emotional and psychological. 
A lack of full and free consent can be where a person does not 
consent or where they cannot consent (if they have learning 
disabilities, for example). Nevertheless, some perpetrators use 
perceived cultural practices as a way to coerce a person into 
marriage. Staff in our school understand we could potentially play an 
important role in safeguarding children from forced marriage. The 
Forced Marriage Unit has published statutory guidance and Multi-
agency guidelines, pages 35-36 of which focus on the role of schools 
and colleges. Our staff can contact the Forced Marriage Unit if they 
need advice or information: Contact: 020 7008 0151 or email 
fmu@fco.gov.uk. 
 In addition, since February 2023 it has also been a crime to carry out 
any conduct whose purpose is to cause a child to marry before their 
eighteenth birthday, even if violence threats or another form of 
coercion are not used. As with the existing forced marriage law, this 
applies to non-binding, unofficial ‘marriages’ as well as legal 
marriages 
 

1.5.3 Human Rights Act  
 
The Human Rights Act 1998 (HRA) sets out the fundamental rights 
and freedoms that everyone in the UK is entitled to and contains the 
Articles and protocols of the European Convention on Human Rights 
(ECHR) (the Convention) that are deemed to apply in the UK. It 
compels public organisations to respect and protect an individual’s 
human rights when they make individual decisions about them.  
Being subjected to harassment, violence and or abuse, including that 
of a sexual nature, may breach any or all of these rights, depending on 
the nature of the conduct and the circumstances. Further information 
(including on absolute and qualified rights) can be found at Human 
Rights | Equality and Human Rights Commission 
(equalityhumanrights.com).  
 
Guidance to help schools understand how the Equality Act affects 
them and how to fulfil their duties under the act can be found at 
Equality Act 2010: advice for schools - GOV.UK (www.gov.uk), it may 
also be useful for colleges. For further information Equality. Act 
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guidance | Equality and Human Rights Commission 
(equalityhumanrights.com).  
 

1.13.0 Records, Monitoring and Transfer  
using ‘My Concern’ information is be kept confidential and stored 
securely.  
 
 

2.1.1 Filter and Monitoring  
Our Governing Body will ensure an appropriate senior member of 
staff, from our school leadership team, is appointed to the role of 
Designated Safeguarding Lead. It is not appropriate for the proprietor 
to be the Designated Safeguarding Lead. The Designated 
Safeguarding Lead should take lead responsibility for safeguarding 
and child protection (including online safety and understanding the 
filtering and monitoring systems and processes in place). This is 
explicit in the role holder’s job description. 
Our Governing Body ensures the Designated Safeguarding Lead has 
the appropriate status and authority within the school or college to 
carry out the duties of the post. The role carries a significant level of 
responsibility and the postholder should be given the additional time, 
funding, training, resources, and support needed to carry out the role 
effectively. We ensure that all staff undergo safeguarding and child 
protection training (including online safety which, amongst other 
things, includes an understanding of the expectations, applicable roles 
and responsibilities in relation to filtering and monitoring at induction. 
The training should be regularly updated. Induction and training 
should be in line with any advice from the safeguarding partners 
The appropriateness of any filtering and monitoring systems are a 
matter for individual schools and colleges and will be informed in part, 
by the risk assessment required by the Prevent Duty. 
To support schools and colleges to meet this duty, the Department for 
Education has published filtering and monitoring standards which set 
out that schools and colleges should: 

•.  Identify and assign roles and responsibilities to manage filtering and 
monitoring systems. 

•  Review filtering and monitoring provision at least annually. 
•   Block harmful and inappropriate content without unreasonably 

impacting teaching and learning. 
•  Have effective monitoring strategies in place that meet their 

safeguarding needs 
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We review the standards and discuss with IT staff and service 
providers what more needs to be done to support schools and 
colleges in meeting this standard. 
 The Prevent duty Departmental advice for schools and childcare 
providers and Home Office Additional guidance on filtering and 
monitoring can be found at: UK Safer Internet Centre: “appropriate” 
filtering and monitoring.  
https://www.saferinternet.org.uk/advice- 
 centre/teachers-and-school-staff/appropriate-filtering-and-monitoring.  
South West Grid for Learning (swgfl.org.uk) have created a tool to 
check whether a school or college’s filtering provider is signed up to 
relevant lists (CSA content, Sexual Content, Terrorist content, Your 
Internet Connection Blocks Child Abuse & Terrorist Content). 
 

Part 3. Safer Recruitment  

3.1.1 Safer Recruitment and DBS checks – Policy and Procedures  
 
We will record all information on the checks carried out in the school’s 
Single Central Record (SCR). Copies of these checks, where 
appropriate, will be held in individuals’ personnel files. We follow 
requirements and best practice in retaining copies of these checks, as 
set out below.  
 
The SCR will be monitored and checked by the DSL/HT/Safeguarding 
Governor on a regular basis, throughout the academic year: Example 
half termly, the DSL/HT/Gov will need to have access the WCF – SCR 
training  
 
Appointing new staff  
 

 
• In addition, as part of our shortlisting process we will consider 

carrying out an online search as part of their due diligence on the 
shortlisted candidates. This may help identify any incidents or 
issues that have happened, and are publicly available online, 
which the school or college might want to explore with the 
applicant at interview. We will inform shortlisted candidates that 
online searches may be done as part of due diligence checks. 
See Part two - Legislation and the Law for information on data 
protection and UK GDPR 

 


