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1.

Introduction

This document sets out the arrangements for Safeguarding and Child Protection at The Florence

Nightingale Academy.

The Florence is committed to Safeguarding and encourages a strong culture of vigilance.

This document should be read alongside:

White Hills Park Trust: Trust Safeguarding Policy September-2024;

White Hills Park Trust: Managing Allegations Against Adults Working within the Trust Policy;
DfE Keeping Children Safe in Education — September - 2024;

Working Together to Safeguard Children — December 2023;

Local arrangements for managing allegations issued through the relevant Local
Safeguarding Partnership;

Sexual violence and sexual harassment between children in schools and colleges 2021,

The Children Act 1989 and 2004;

The Children and Social Work Act 2017;

The Education Act 2002;

For the purpose of this document the following terminology should be considered:

Safeguarding and promoting the welfare of children refers to the process of protecting children from
maltreatment; preventing impairment of children’s mental and physical health and development;
ensuring that children grow up in circumstances consistent with the provision of safe and effective care

and taking action to enable all children to have the best outcomes.

Safeguarding and promoting the welfare of children is defined as:

Providing help and support to meet the needs of children as soon as problems emerge (this
bullet point is new);

Protecting children from maltreatment, whether that is within or outside the home, including
online;

Preventing the impairment of children’s mental and physical health or development;

Making sure that children grow up in circumstances consistent with the provision of safe and
effective care;

Taking action to enable all children to have the best outcomes.

Child protection refers to the processes undertaken to protect children who have been identified as

suffering or being at risk of suffering significant harm.

Staff refers to all those working for or on behalf of the school, full-time or part time, temporary or

permanent, in either a paid or voluntary capacity.

DSL refers to the Designated Safeguarding Lead at the school.

Child includes everyone under the age of 18.

Parents refers to birth parents and other adults who are in a parenting role, for example step-parents,

foster carers and adoptive parents and LA corporate parents.



2. Key Staff and Contacts

School Based Contacts

Name

Role

Mrs Lucy Baxter

Headteacher

Mrs Lucy Baxter

Designated Safeguarding Lead

Mrs Michelle Chauhan
Mrs Dru Whittaker

Deputy Designated Safeguarding Lead(s)

Mrs Michelle Chauhan

eSafety Officer

Mrs Lucy Baxter

Prevent Duty Lead

Mrs Dru Whittaker

Designated  Teacher for Looked After

Children

Mrs Dru Whittaker

Designated Teacher for Previously Looked After
Children

Mrs Tina Harvey

Attendance Officer

All of the above can be contacted via the school office on 01773 7113452

Other Useful Contacts

Agency / Contact

Contact Details

Paul Heery, White Hills Park
Trust CEO

paul.heery@whptrust.org

Jacquie Sainsbury, Chief Schools Officer Trust Deputy| jacquie.sainsbury@whptrust.org

DSL

Samuel Mensah (White Hills Park Trust Safeguarding

Lead)

Sam.mensah@whptrust.org

Sue Vasey, Safeguarding Trustee
White Hills Park Trust

sue.vasey@whptrust.org

Children’s Social Care — Emergency Duty Team
Nottinghamshire County Council

0300 456 4546

Local Authority Designated Officer (LADO)
Nottinghamshire County Council

0115977 3921

Child Line 0800 1111
NSPCC Information Service 0808 800 5000
NSPCC Whistleblowing Advice Line 0800 028 0285
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The Designated Safeguarding Lead (DSL):

e Isa member of the Senior Leadership Team;
e Has the status and authority within the school to carry out the duties of the post, including
committing resources and supporting and directing other staff;

e |s available during school hours during term time either in person or remotely to discuss any
safeguarding concerns (or delegates responsibility for this to a Deputy DSL);

e Refers cases of concern to children’s social care, the Channel Programme or police as
appropriate;

e Acts as a source of support, advice and expertise to the school community;

e Encourages a culture of listening to children and ensures the child’s voice is included in all
decision-making processes;

e Develops effective links with relevant statutory and voluntary agencies including the Local
Safeguarding Partnership (LSP);

e Liaises with the ‘case manager’ and the Local Authority Designated Officer (LADO) for child
protection cases which concern a staff member;

e Liaises with other relevant staff (school and multi-agency) on matters of wellbeing, safety and
safeguarding;

e Liaises with relevant mental health leads/agencies where safeguarding concerns are linked to
mental health;

e Promotes engagement with parents, particularly where families are facing challenging
circumstances;

e Liaises with the Headteacher and strategic leads to take lead responsibility for promoting
educational outcomes by knowing the welfare, safeguarding and child protection issues that
children are or have experienced and identifies the impact these issues may have on
attendance, engagement, and achievement — including providing information regarding all
students with social worker involvement and supporting teaching staff to provide any
additional adjustments to ensure the best outcomes for the student;

e Keeps detailed written records of all concerns using CPOMS and ensures all records meet Trust
expectations in terms of content;

e Understands the importance of information sharing (within relevant data protection legislation
and regulations — including GDPR) within the school and with other relevant agencies;

e Ensures that when a pupil leaves the school, their child protection file is passed to the new
school (separately from the main student file and ensuring secure transit) within five days of
transfer or five days of a new term and confirmation of receipt is obtained. Consideration
should also be given to the sharing of additional information to ensure continued support for
students within the new placement;

e Ensures all staff have access to and knowledge of the school safeguarding procedures —

including during induction for new, part-time, agency and supply staff;
e Ensures that the child protection policy and procedures are reviewed and updated annually;

e Makes staff aware of training courses and the latest policies on safeguarding;

e Makes the child protection policy available publicly, on the school’s website or by other means
making clear the fact that referrals to external agencies will be made regarding suspected
abuse or neglect and the school’s role in this;

e |s appropriately trained, with regular updates;

e Has a working knowledge of local procedures, including Early Help and Local Authority social
care referral arrangements;

e Understands the lasting impact that trauma and adversity can have on behaviour, mental



health and wellbeing;

e |s alert to specific needs of children in need, SEND students and those with health conditions
and young carers;
e Attends and/or contributes to child protection conferences;

e (Coordinates the school’s contribution to child protection plans;

e Understands the requirements of the Prevent Duty and able to provide advice and support
regarding children at risk of radicalisation; and

e Understands the unique risks of online safety and ensures students are aware of how to keep
themselves safe online within the school and at home.

The Deputy Designated Safeguarding Lead:

Is trained to the same level as the DSL and, in the absence of the DSL, carries out those functions
necessary to ensure the ongoing safety and protection of pupils. In the event of the long-term absence
of the DSL, the deputy will assume all of the functions above.

The governing board and the White Hills Park Trust will:

e Ensure the school receives operational and strategic support from the Trust DSL

. Facilitate a whole-school approach to safeguarding, ensuring that safeguarding and child protection
are at the forefront of, and underpin, all relevant aspects of process and policy development

. Evaluate and approve this policy at each review, ensuring it complies with the law, and hold the
headteacher to account for its implementation

. Be aware of its obligations under the Human Rights Act 1998, the Equality Act 2010 (including the
Public Sector Equality Duty), and our school’s local multi-agency safeguarding arrangements

. Appoint a governor to monitor the effectiveness of this policy in conjunction with the full governing
board. This is always a different person from the DSL

. Ensure all staff undergo safeguarding and child protection training, including online safety, and that
such training is regularly updated and is in line with advice from the safeguarding partners

Ensure that the school has appropriate filtering and monitoring systems in place, and review their
effectiveness. This includes:

Making sure that the leadership team and staff are aware of the provisions in place, and
that they understand their expectations, roles and responsibilities around filtering and
monitoring as part of safeguarding training

Reviewing the DfE’s filtering and monitoring standards, and discussing with IT staff and
service providers what needs to be done to support the school in meeting these standards

Make sure:

The DSL has the appropriate status and authority to carry out their job, including additional
time, funding, training, resources and support

Online safety is a running and interrelated theme within the whole-school approach to
safeguarding and related policies

The DSL has lead authority for safeguarding, including online safety and understanding the
filtering and monitoring systems and processes in place

The school has procedures to manage any safeguarding concerns (no matter how small) or
allegations that do not meet the harm threshold (low-level concerns) about staff members
(including supply staff, volunteers and contractors). Appendix 3 of this policy covers this
procedure
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e That this policy reflects that children with SEND, or certain medical or physical health
conditions, can face additional barriers to any abuse or neglect being recognised

Where another body is providing services or activities (regardless of whether or not the children who
attend these services/activities are children on the school roll):

e Seek assurance that the other body has appropriate safeguarding and child protection
policies/procedures in place, and inspect them if needed

e Make sure there are arrangements for the body to liaise with the school about
safeguarding arrangements, where appropriate

e Make sure that safeguarding requirements are a condition of using the school premises,
and that any agreement to use the premises would be terminated if the other body fails to
comply

The chair of governors will act as the ‘case manager’ in partnership with the Trust in the event that an

allegation of abuse is made against the headteacher, where appropriate

All governors will understand Keeping Children Safe in Education in its entirety.

The Headteacher

The Headteacher is responsible for the implementation of this policy, including:

. Ensuring that staff (including temporary staff) and volunteers:

e Areinformed of our systems that support safeguarding, including this policy, as part of
their induction;

e Understand and follow the procedures included in this policy, particularly those concerning
referrals of cases of suspected abuse and neglect.

Communicating this policy to parents/carers when their child joins the school and via the school
website;

. Ensuring that the DSL has appropriate time, funding, training and resources, and that there is always
adequate cover if the DSL is absent;

. Acting as the ‘case manager’ in the event of an allegation of abuse made against another member of
staff or volunteer, where appropriate (see appendix 3);

. Making decisions regarding all low-level concerns, though they may wish to collaborate with the DSL
on this;

. Making sure each child in the Early Years Foundation Stage is assigned a key person;

. Overseeing the safe use of technology, mobile phones and cameras in the setting.

3. Children and Young People who may be particularly vulnerable

Any child may benefit from Early Help, but some children may have an increased risk of abuse. Many
factors can contribute to an increase in risk, including prejudice and discrimination, isolation, social
exclusion, communication issues, reluctance on the part of some adults to accept that abuse can occur
and contextual safeguarding issues. To ensure that all of our pupils receive equal protection, we will
give special consideration to children who:

. Are subject to Child In Need or Child Protection Plans or have other social care
involvement;

. Are disabled or have certain health conditions and have specific additional needs;

. Have special educational needs (whether or not they have a statutory Education, Health

and Care Plan);



o Are young carers;

o Show signs of being drawn into anti-social or criminal behaviour, including gang
involvement and association with organised crime groups or county lines;

. Are frequently missing/go missing from care or from home;

. Are at risk of modern slavery, trafficking, sexual exploitation or criminal exploitation;

. Are at risk of being radicalised or exploited;

. Have a family member in prison or is affected by parental offending;

. Are in a family circumstance presenting challenges for the child, such as drug and alcohol

misuse, adult mental health issues and domestic abuse;

o Are misusing drugs or alcohol themselves;

. Have returned to their family from care;

. Are at risk of ‘honour’-based abuse such as Female Genital Mutilation or Forced Marriage;

. Are privately fostered;

o Are persistently absent from education, including persistent absences for part of the
school day;

. Are asylum seekers;

o Are vulnerable to being bullied, or engaging in bullying;

o Are living in temporary accommodation;

. Are living transient lifestyles;

. Are living in chaotic and unsupportive home situations;

. Are homeless;

. Are vulnerable to discrimination and maltreatment on the grounds of race, ethnicity,
religion, disability or sexuality;

o Do not have English as a first language;

o Are within the court system.

This list provides examples of additionally vulnerable groups and is not exhaustive. Special
consideration includes the provision of safeguarding information and resources in community
languages and accessible formats for children with communication needs.

Pupils who are lesbian, gay, bisexual or gender questioning

The section of KCSIE 2024 on gender questioning children remains under review, pending the outcome of
the gender questioning children guidance consultation, and final gender questioning guidance
documents being published.

We recognise that pupils who are (or who are perceived to be) lesbian, gay, bisexual or gender
questioning (LGBTQ+) can be targeted by other children. See our behaviour policy for more detail on how
we prevent bullying based on gender or sexuality.

We also recognise that LGBTQ+ children are more likely to experience poor mental health. Any
concerns should be reported to the DSL. Please see separate guidance from the Trust.

4. Children with special educational needs or disabilities

The Florence Nightingale Academy recognises that children and young people with special educational
needs and disabilities can face additional safeguarding challenges. Additional barriers can exist when
recognising abuse and neglect such as:

. ® Assumptions that indicators of possible abuse such as behaviour, mood and injury relate to a

child’s disability without further exploration;
¢ The potential for children with SEN and disabilities being disproportionally impacted by
behaviours such as bullying, without outwardly showing any signs; and



e communication barriers and difficulties in overcoming these barriers.
5. Allegations against staff or volunteers

When an allegation is made against a member of staff, our set procedures must be followed. The full
procedures for dealing with allegations against staff can be found in the Trust’s Managing Allegations
Against Adults Working Within the Trust Policy.

If you have a concern about an adult working within the school, please contact:

Name Role Contact Number
Mrs Lucy Baxter Headteacher 01773 713452

If your concern relates to the Headteacher, please contact:

Name Role Contact
Paul Heery Trust CEO Paul.heery@whptrust.org
Bill Howard Chair of Governors Bil. Howard@springbank.academy

6. Whistleblowing

We recognise that children cannot be expected to raise concerns in an environment where staff fail to
do so.

All staff should be aware of their duty to raise concerns, where they exist, about the management of
child protection, which may include the attitude or actions of colleagues, poor or unsafe practice and
potential failures in the school’s safeguarding arrangements.

If it becomes necessary to consult outside the school, they should follow the Trust Whistleblowing
Policy.

The NSPCC whistleblowing helpline is available for staff who do not feel able to raise concerns
regarding child protection failures internally. Staff can call: 0800 028 0285, the line is available from
8:00 AM to 8:00 PM, Monday to Friday and email: help@nspcc.org.uk.

7. Staff training

It is important that all staff receive training to enable them to recognise the possible signs of abuse,
neglect and exploitation and to know what to do if they have a concern.

All staff will undertake training each September, covering as a minimum:

e Signs and symptoms of abuse and neglect (including online safety);
e Local procedures for responding to concerns;

e The school’s behaviour policy;

e Response to children that go missing in education;

e The staff code of conduct; and

e Allegations management.

Any staff joining the school throughout the academic year, whether permanent, part time, agency or
supply staff must also receive this training in a format appropriate to the setting and circumstances.
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The level of additional training staff will receive is based on their role.

8. Safer Recruitment

All Safer Recruitment processes are overseen by the Trust HR Department and our school complies
with the requirements of Keeping Children Safe in Education 2021 and the LSP by carrying out the
required checks and verifying the applicant’s identity, qualifications, and work history.

e Atleast one member of each recruitment panel will have completed safer recruitment
training within the last 2 years;

e Allrelevantstaffare made aware of relevant legislation and their obligationsto disclose relevant
information;

e The school obtains written confirmation from supply agencies or third-party organisations that
agency staff or other individuals who may work in the school have been appropriately
checked;

e Trainee teachers will be checked either by the school or by the training provider, from
whom written confirmation will be obtained; and

e The school maintains a single central record of recruitment checks undertaken.

9. Volunteers

All volunteers working with the school will be risk assessed and will undergo checks commensurate
with their work in the school, their contact with students and the supervision provided to them.

Under no circumstances will a volunteer who has not been appropriately checked be left
unsupervised.

10. Contractors

The school checks the identity of all contractors working on site and requests DBS with barred
list checks where required by statutory guidance. Contractors who have not undergone checks will
not be allowed to work unsupervised whilst pupils are on-site.

11. Site security
Visitors to the school, including contractors, are asked to sign in and are given a badge, which confirms

they have permission to be on site. Parents who are simply delivering or collecting their children do
not need to sign in. All visitors are expected to observe the school’s safeguarding and health and safety
regulations. The Headteacher will exercise professional judgement in determining whether any visitor
should be escorted or supervised while on site.

12. Extended school and off-site arrangements

All extended and off-site activities are subject to a risk assessment to satisfy health and safety and
safeguarding requirements. Where extended school activities are provided by and managed by the
school, our own child protection policy and procedures apply. If other organisations provide services
or activities on our site on behalf of our school, we will check that they have appropriate procedures in
place, including safer recruitment procedures.

When our pupils attend off-site activities, including day and residential visits and work-related
activities, we will check that effective child protection arrangements are in place.



13. Teaching our pupils about safeguarding

Children are taught within their PSHE lessons around all aspects of personal safety at school, in the
community, at home and online. They are taught how to deal with situations that they may feel under-
pressure, unsafe or at risk. They know who to turn to in school, at home and online if they need help.
The children know our behaviour policy well and staff regularly teach children how to walk around
school, line up in register order and keep head counts when moving as a class or group around school.
Children are taught to close and lock doors and understand the consequences of leaving the school site
without permission. Our children understand start of the day and end of the day procedures such as
walking home alone and what to do if they end up separated from their adult (i.e. Come back into
school.) Children are fully briefed when going on trips with designated groups, buddies, how to walk
and behave and where to meet if separated. We have regular visits and lessons from the NSPCC
including PANTS and the Pants are Private rules with displays in school.

Child Protection Procedures

14. Recognising Abuse

To ensure that our students are protected from harm, we need to understand what types
of behaviour constitute abuse and neglect.

Abuse and neglect are forms of maltreatment. Somebody may abuse or neglect a child by inflicting
harm, for example by hitting them, or by failing to act to prevent harm, for example by leaving a small
child home alone.

Abuse may be committed by adult men or women and by other children and young
people.

Keeping Children Safe in Education 2021 refers to four categories of abuse. These areset out
at

Appendix One along with indicators of
abuse.

15. Taking Action

Any child, in any family in any school could become a victim of abuse. Staff should always maintain
an attitude of “it could happen here”. Key points for staff to remember for taking action are:

o In an emergency take the action necessary to help the child, if necessary call 999;
o Report your concern as soon as possible to the DSL, definitely by the end of the day;
o Do not start your own investigation;
. Share information on a need-to-know basis only — do not discuss the issue
with colleagues, friends or family;
. Complete a record of concern; and
. Seek support for yourself if you are distressed.

16. If you are concerned about a pupil’s welfare

There will be occasions when staff may suspect that a pupil may be at risk. The pupil’s behaviour may
have changed, their artwork could be bizarre, they may write stories or poetry that reveal confusion
or distress, or physical sighs may have been noticed. In these circumstances, staff will try to give them
the opportunity to talk and ask if they are OK or if they can help in any way.

Staff should record these early concerns following the agreed school process. If the pupil does reveal



that they are being harmed, staff should follow the advice below. Following an initial conversation
with the pupil, if the member of staff has concerns, they should discuss their concerns with the DSL.

17. If a pupil discloses to you

It takes a lot of courage for a child to disclose that they are being abused. They may feel ashamed,
particularly if the abuse is sexual; their abuser may have threatened what will happen if they tell; they
may have lost all trust in adults; or they may believe, or have been told, that the abuse is their own
fault. Sometimes they may not be aware that what is happening is abusive.

If a pupil talks to a member of staff about any risks to their safety or wellbeing, the staff member will,
at the appropriate time, let them know that in order to help them they must pass the information
on to the DSL. The point at which they tell the pupil this is a matter for professional judgement.
During their conversations with the pupil, staff will:

o Listen carefully and allow them to speak freely;

. Remain calm and not overreact;

. Take it seriously;

o Give reassuring nods or words of comfort — ‘I’'m so sorry this has happened’, ‘I want to

help’, ‘This isn’t your fault’, ‘You are doing the right thing in talking to me’ and
confirm that it was right to tell;

o Not be afraid of silences — do not stop the pupil from speaking freely;

. Under no circumstances ask investigative questions — such as how many times this has
happened, whether it happens to siblings, or what does the pupil’s mother think about
it;

o Not speculate or accuse anyone or jump to conclusions (especially about the abuser);

o At an appropriate time tell the pupil that in order to help them, the member of staff
must pass the information on and explain to whom and why;

o Not automatically offer any physical touch as comfort;

o Avoid admonishing the child for not disclosing earlier. Saying things such as ‘I do wish

you had told me about this when it started’ may be interpreted by the child to mean that
they have done something wrong;

. Tell the pupil what will happen next;

o Report verbally to the DSL even if the child has promised to do it by themselves;

o Record the concern on CPOMS (or complete the record of concern form)
immediately and hand it to the DSL as soon as possible; and

o Seek support if they feel distressed.

Effective Safeguarding Practice

. If possible, reports should be taken with two members of staff present (preferably one of
these being a trained DSL).
. Careful management of reports that include an online element — additional guidance should

be read and staff must remember that they must not view or forward images of children.

. Not promising confidentiality but staff should only share the report with people who are
required to progress the issue.

. Ensure the student understands what the next steps will be.

. Recognising that a student will most likely disclose to an adult they trust — this could be

anyone within the school and all staff should feel confident in taking details of a disclosure
and should be supportive and respectful of the student.

. Recognising that an initial disclosure to an adult may only be the first reported incident, not



representative of a singular incident and that trauma can impact memory so students may
not always be able to recall specific details or timelines.

o Keeping in mind that certain students may face additional barriers to telling someone
because of their vulnerability, disability, sex, ethnicity and / or sexual orientation.

. Listening carefully to the student, reflecting back, using the student’s language, being clear
about boundaries and how the report will be progressed, not asking leading questions.

. Considering how to make a record of the report. Best practice is to wait until the end of the
report and write up a thorough summary to be recorded on CPOMS and shared with the
DSL. If notes are made during the report staff should remain engaged with the student and
not appear distracted.

. Only recording the facts as the student presents them. Notes/records should not reflect
any personal opinion of the member of staff.

. Informing the DSL as soon as possible (or Deputy DSL) if they are not involved in the initial
report.

18. Notifying parents

The school will normally seek to discuss any concerns about a pupil with their parents. This must be
handled sensitively and the DSL will make contact with the parent in the event of a concern, suspicion
or disclosure.

Our focus is the safety and wellbeing of the pupil. Therefore, if the school believes that notifying
parents could increase the risk to the child or exacerbate the problem, advice will first be sought from
children’s social care and/or the police before parents are contacted.

19. Confidentiality and sharing information

All staff will understand that child protection issues warrant a high level of confidentiality, not only
out of respect for the pupil and staff involved but also to ensure that information being released into
the public domain does not compromise evidence.

Staff should only discuss concerns with the DSL (or Deputy in their absence). That person will then
decide who else needs to have the information and they will disseminate it on a ‘need- to-know’ basis.

However, following a number of cases where senior leaders in school had failed to act upon concerns
raised by staff, Keeping Children Safe in Education 2022, emphasises that any member of staff can
contact children’s social care or the dedicated NSPCC helpline if they are concerned about a child.

Child protection information will be stored and handled in line with the GDPR and Data Protection Act
2018.
Information sharing is guided by the following principles. The information is:

. Necessary and proportionate;
. Relevant;

. Adequate;

. Accurate;

. Timely; and

o Secure.

Information sharing decisions will be recorded, whether or not the decision is taken to share.

Staff, governors and trustees should use the DfE’s data protection guidance for schools to help you:
e Comply with data protection law;



e Develop data policies and processes;
e Know what staff and pupil data to keep;

Follow good practices for preventing personal data breaches.Child protection
information will be stored separately from the pupil’s pastoral file.

The DSL will normally obtain consent from the pupil and/or parents to share sensitive information
within the school or with outside agencies. Where there is good reason to do so, the DSL may share
information without consent, and will record the reason for not obtaining consent.

Child protection records are normally exempt from the disclosure provisions of the Data Protection
Act, which means that children and parents do not have an automatic right to see them. If any member
of staff receives a request from a pupil or parent to see child protection records, they will refer the
request to the Headteacher to consider in line with the Trust Data Policies and inform the Trust
Operations Team.

The Data Protection Act does not prevent school staff from sharing information with relevant agencies,
where that information may help to protect a child.

20. Early Help

e Early help is defined as 'support for children of all ages that improves a family’s resilience and
outcomes or reduces the chance of a problem getting worse'
e This reflects the working together to safeguard children guidance

The guidance says that children with disabilities are 3 times more likely to be abused than their peers.
Early help services support families that fall below the child protection threshold. School uses the early
help process to signpost them to supportive services. All referrals are made to MASH (the Multi- Agency
Safeguarding Hub) who will signpost the local early help process if the specific concern does not meet the
threshold of social care intervention. We are particularly alert to any child who:

e Has experienced multiple suspensions, is at risk of being permanently excluded from schools,
colleges and in alternative provision or a pupil referral unit.

e Has a parent or carer in custody (previously it was 'family member in prison'), or is affected by
parental offending.

e Is frequently missing/goes missing from
education, home or care.

21. Referral to children’s social care

The DSL will make a referral to children’s social care if it is believed that a pupil is suffering or is at risk
of suffering significant harm. The pupil (subject to their age and understanding) and the parents will
be told that a referral is being made, unless to do so would increase the risk to the child.

Any member of staff may make a direct referral to children’s social care if they genuinely believe
independent action is necessary to protect a child.

22. Reporting directly to child protection agencies

Staff should follow the reporting procedures outlined in this policy. However, they may also share
information directly with children’s social care, police or the NSPCC if:

. The situation is an emergency and the Designated Safeguarding Lead, their deputy, the
Headteacher and the Trust CEO are all unavailable;
. They are convinced that a direct report is the only way to ensure the pupil’s safety; and



. For any other reason they make a judgement that direct referral is in the best
interests of the child.

23. Escalating concerns

Staff need to be aware of those times when concerns may look as though they are not progressing to
an outcome or some form of action. This may be indicated by:

e Difficulty in getting hold of a DSL;

e Staff not being satisfied about the decision of the DSL or Headteacher;

e Staff aware that a colleague has not passed on a concern;

e External agencies not accepting a referral from school when it is felt one is needed; or
e Staff not aware of what has happened to their concern because of a lack of feedback.

It is important that staff do not close down a concern because they feel “stuck” or “they can’t do
anymore”. It is important to escalate concerns to DSL’s, Headteachers, other senior staff or if

necessary, to the Trust CEO.

If there are concerns about the work of an external agency the school will follow the escalation steps
outlined in the locally agreed procedures documents.

The important principle is not to allow a concern to be “closed down” without it having received the
necessary attention, assessment and resolution.

If the options above have been explored fully and the concern still isn’t being handled effectively and
therefore placing the child or young person at risk, it is important that you continue to escalate your
concerns by contacting the Safeguarding Trustee or by contacting the NSPCC Whistleblowing Advice
Line on 0800 028 0285.

Specific Safeguarding and Child Protection Issues

24. Mental Health and Wellbeing

Mental Health problems can in some cases be an indicator that a child has suffered or is at risk of
suffering abuse, neglect or exploitation. Only appropriately trained professionals should attempt to
make a diagnosis of a mental health problem, however, staff are well placed to identify where a child’s
behaviour suggests they may be experiencing a mental health problem or be at risk of developing one.
Where children have suffered abuse and neglect, or other potentially traumatic experiences, this can
have a lasting impact throughout childhood. It is key that staff are aware of how these children’s
experiences, can impact on their mental health, behaviour, and education.

All staff are made aware of the indicators of potential mental health concerns and will share these
with the DSL.

Mental health and wellbeing are an integral part of PSHE lessons and day to day classroom practice.
We take part in Mental Health Awareness week, have worry boxes in class, Anti-Bullying and PSHE
notice boards. We ensure that children have a trusted adult in which they feel they can talk to with
safe spaces they can go to in school if they need to. We have specialist workshops for Year 5 and 6 in
the lead up to SATS and the Life Bus attends school every year which highlight mental health and
wellbeing. Staff attend training around their own and children’s mental health. Within schools a
variety of interventions occur from ELSA, Art based talk, Play Therapy, SBAP Councillor, Anti-Bullying
support, behaviour support. Referrals are also made through Tier 1 support, Healthy Families team,



Sure Start, CAHMS, EHAF’s etc.

25. Child abduction and community safety incidents

Child abduction is the removal or retention of a minor from a parent or anyone with legal responsibility
for the child. It can be committed by parents or other family members, by people known but not related
to the victim and by strangers.

Staff should be vigilant regarding community safety incidents within the vicinity of the academy and
ensure that all information is passed to the DSL in a timely manner — examples of incidents of concern
may be loitering by unknown people or unknown adults engaging in conversation with students.

Children should also be provided with information in order to ensure they are able to keep themselves
safe focusing on building confidence rather than simply stranger warnings.

26. Children and the court system

Children are sometimes required to give evidence in criminal courts, either for crimes committed
against them or for crimes they have witnessed. The families of children may also be subject to child
arrangements processes through the family court system

We recognise that both circumstances may be stressful for children and appropriate support will be
provided in line with local and national guidance.

27. Children missing education

Attendance, absence and exclusions are closely monitored. A child going missing from education is a
potential indicator of abuse and neglect, including sexual abuse and sexual exploitation as well as
criminal exploitation, including involvement in county lines. It may also indicate mental health
problems, risk of substance abuse, risk of travelling to conflict zones, risk of female genital mutilation
or risk of forced marriage. The school will monitor unauthorised absence and take appropriate action
including notifying the Local Authority, particularly where children go missing for extended periods of
time, on repeated occasions and/or are missing for periods during the school day.

28. Children with family members in prison

Children who have family members that are sent to prison are at risk of poor outcomes including
poverty, stigma, isolation and poor mental health. The school recognises that these children may need
support. Support will be provided in line with guidance from the National Information Centre on
Children of Offenders and local agencies.

29. Child Criminal Exploitation (CCE) and Child Sexual Exploitation (CSE)
Be aware of children who:
e Go missing from school or home and are subsequently found in areas away from their own;

e Have been the perpetrator or alleged perpetrator of serious violence (e.g. knife crime), as well as
the victim.



Children and the court system

e Separate age-appropriate guides for schools to support children have been published: 5to 11
year-olds and 12 to 17 year-olds.

e Be additionally aware of unexplainable and/or persistent absences from education’.

e 'ltisimportant that when staff have any concerns about child-on-child abuse they should speak
to their DSL.

e The definition of child criminal exploitation and child sexual exploitation now says CCE and CSE
'may involve an exchange for something the victim wants, and/or for the financial advantage or
increased status of the perpetrator or facilitator'.

Staff should be aware that different forms of harm overlap and that perpetrators may subject children
and young people to multiple forms of abuse, such as criminal exploitation (including county lines) and
sexual exploitation.

Children can be exploited by adult males or females, as individuals or in groups. They may also be

exploited by other children, who themselves may be experiencing exploitation. Where this is the case,
it is important that the child perpetrator is also recognised as a victim.

There are a range of factors that could contribute to a child’s vulnerability to exploitation, including
gender, sexual identity, cognitive ability, learning difficulties, communication ability, physical strength,
status and access to economic or other resources.

Exploitation does not just include face to face contact, it can also occur on online.

The definition of Child Criminal Exploitation is where an individual or group takes advantage of an
imbalance of power to coerce, control, manipulate or deceive a child into any criminal activity a) in
exchange for something the victim needs or wants and/or b) for the financial or other advantage of
the perpetrator or facilitator and/or c) through violence or threat of violence.

Some of the following can be indicators of CCE:

e Children who appear with unexplained gifts or possessions;

e Children who associate with other young people involved with exploitation;

e Children who suffer from changes in emotional wellbeing;

e Children who misuse drugs and alcohol;

e Children who go missing for periods of time or regularly come home late; and
e Children with unexplainable and/or persistent absences from education’.

This list is not exhaustive, staff should remain vigilant, and any concerns should be raised immediately
with the DSL.

The definition of Child Sexual Exploitation is where an individual or group takes advantage of an
imbalance of power to coerce, manipulate or deceive a child into sexual activity a) in exchange for
something the victim needs or wants, and/or b) for the financial advantage or increased status of the
perpetrator or facilitator. The victim may have been sexually exploited even if the sexual activity
appears consensual. CSE does not always involve physical contact; it can also occur through the use of
technology.

CSE can affect any young person, male or female, under the age of 18 years, including 16 and 17 year
olds who can legally consent to sexual activity.

Sexual exploitation is a serious crime and can have a long-lasting adverse impact on a child’s physical
and emotional health. It may also be linked to child trafficking.


https://www.gov.uk/government/publications/young-witness-booklet-for-5-to-11-year-olds
https://www.gov.uk/government/publications/young-witness-booklet-for-5-to-11-year-olds
https://www.gov.uk/government/publications/young-witness-booklet-for-12-to-17-year-olds

Indicators of CSE (in addition to those indicators for CCE) can include:

e Children who have older boyfriends or girlfriends; and

e Children who suffer from sexually transmitted infections, display sexual behaviours beyond
expected development or become pregnant.

CSE can be a one-off occurrence or a series of incidents over time and range from opportunistic to
complex organised abuse. It can involve force and/or enticement-based methods of compliance and
may, or may not, be accompanied by violence or threats of violence.

The school includes the risks of sexual exploitation in the PSHE and RE curriculum. A common feature
of sexual exploitation is that the child often does not recognise the coercive nature of the relationship
and doesn’t see themselves as a victim. The child may initially resent what they perceive as interference
by staff, but staff must act on their concerns, as they would for any other type of abuse.

All staff should be made aware of the indicators of sexual exploitation and all concerns must be
reported immediately to the DSL.

30. County Lines

County lines is a term used to describe gangs and organised criminal networks involved in exporting
illegal drugs using dedicated mobile phone lines or other form of ‘deal line’. This activity can happen
locally as well as across the UK — no specified distance of travel is required.

Children and vulnerable adults are exploited to move, store and sell drugs and money. Offenders will
often use coercion, intimidation, violence (including sexual violence) and weapons to ensure
compliance of victims.

Children can be targeted and recruited into county lines in a number of locations including schools
(mainstream and special), further and higher educational institutions, pupil referral units, children’s
homes and care homes.

Children are also increasingly being targeted and recruited online using social media. Children can
easily become trapped by this type of exploitation as county lines gangs can manufacture drug debts
which need to be worked off or threaten serious violence and kidnap towards victims (and their
families) if they attempt to leave the county lines network.

A number of CCE and CSE indicators may also be applicable to where children are involved in county
lines. Some additional specific indicators are children who:

. Go missing and are subsequently found in areas away from their home;

. Have been the victim or perpetrator of serious violence (e.g. knife crime);

. Are involved in receiving requests for drugs via a phone line, moving drugs, handing over
and collecting money for drugs;

. Are exposed to techniques such as ‘plugging’; where drugs are concealed internally to
avoid detection;

. Are found in accommodation they have no connection with, often called a ‘trap house’ or
cuckooing or hotel room where there is drug activity;

. Owe a debt to their exploiters; and

. Have their bank accounts used to facilitate drug dealing

Academy staff will remain vigilant to those children and concerns will be shared with the DSL.



31. Modern Slavery and the National Referral Mechanism

Modern slavery encompasses human trafficking and slavery, servitude and forced or compulsory
labour. Exploitation can take many forms including: sexual exploitation, forced labour, slavery,
servitude, forced criminality and the removal of organs.

Concerns regarding these issues must be reported to the DSL and Headteacher (or other member of
SLT) without delay.

32. Cybercrime

Cybercrime is criminal activity committed using computers and/or the internet. It is broadly
categorised as either ‘cyber-enabled’ (crimes that can happen off-line but are enabled at scale and at

speed online) or ‘cyber dependent’ (crimes that can be committed only by using a computer). Cyber-
dependent crimes include:

. Unauthorised access to computers (illegal ‘hacking’) for example accessing a school’s
computer network to look for test paper answers of change grades awarded,;

. Denial of service (Dos or DDos) attacks or ‘booting’. These are attempts to make a
computer, network or website unavailable by overwhelming it with internet traffic from
multiple sources; and

. Making, supply or obtaining malware (malicious software) such as viruses, spyware,
ransomware, botnets and Remote Access Trojans with the intent to commit further
offence.

Children with particular skill and interest in computing and technology may inadvertently or
deliberately stray into cybercrime.

If there are concerns regarding a student in this area, this must be reported to the DSL and
Headteacher (or other member of SLT) without delay in order to access additional support.

33. Domestic abuse

The Domestic Abuse Act received Royal Assent on 29 April 2021. The act creates a statutory definition
of domestic abuse based on the existing cross-government definition.

‘Abusive behaviour’ is defined in the act as any of the following:

e Physical or sexual abuse;

e Violent or threatening behaviour;

e Controlling or coercive behaviour;

e Economic abuse; and/or

e Psychological, emotional or other abuse.

For the definition to apply, both parties must be aged 16 or over and ‘personally connected’.

‘Personally connected’ is defined in the act as parties who:

e Are married to each other;

e Are civil partners of each other;

e Have agreed to marry one another (whether or not the agreement has been terminated);

e Have entered into a civil partnership agreement (whether or not the agreement has been
terminated);

e Are or have been in an intimate personal relationship with each other;

e Have, or there has been a time when they each have had, a parental relationship in relation to



the same child; and/or
e Are relatives.

The Act also recognises the impact of domestic abuse on children, as victims in their own right. All
children can witness and be adversely affected by exposure to domestic abuse in the context of their
home life where domestic abuse occurs between family members. This can have a serious, long lasting
emotional and psychological impact on children. In some cases, a child may blame themselves for the
abuse or may have had to leave the family home as a result.

Young people can also experience domestic abuse within their own intimate relationships. This form
of peer on peer abuse is sometimes referred to as ‘teenage relationship abuse’. Depending on the age
of the young people this may not be recognised in law under the statutory definition of ‘domestic
abuse’. However, as with any child under the age of 18, standard safeguarding procedures should be
followed.

Staff will remain vigilant to incidents of this type and will ensure support and intervention is available
and provided to young victims and young perpetrators.

34. Operation Encompass

This operates in all police forces across England. DSL’s (or Headteacher) will receive notification of
when Police have been called to an incident of domestic abuse, where there are children in the
household who have experienced the domestic incident. This should occur before the next school
day.

Usual school safeguarding procedures should be followed if any further action is required following an
Operation Encompass notification.

35. Homelessness
Being homeless, or being at risk of becoming homeless, presents a real risk to a child’s welfare.

In most cases school and college staff will be considering homelessness in the context of children who
live with their families, and intervention will be on that basis. However, it should also be recognised in
some cases 16 and 17 year olds could be living independently from their parents or guardians, for
example through their exclusion from the family home, and will require a different level of
intervention and support.

The DSL (and deputies) should be aware of the contact details and referral routes into the Local
Housing Authority so concerns can be raised and progressed in a timely manner. They will then be
better able to support students facing homelessness by supporting and signposting through
appropriate agencies and support networks within the locality.

36. So-called ‘honour-based’ abuse (including Female Genital Mutilation and Forced Marriage)

So-called ‘honour-based’ abuse (HBA) encompasses crimes which have been committed to protect or
defend the honour of the family and/or the community, including Female Genital Mutilation (FGM),
forced marriage, and practices such as breast ironing. Abuse committed in the context of ‘preserving
honour’ often involves a wider network of family or community pressure and can include multiple
perpetrators. All forms of HBA areabuse (regardless of the motivation) and will be handled and
escalated as such by Academy safeguarding staff.

FGM is the collective name given to a range of procedures involving the partial or total removal of
external female genitalia or other injury to the female genital organs. In England, Wales and Northern



Ireland, the practice is a criminal offence under the Female Genital Mutilation Act 2003. The practice
can cause intense pain and distress and long-term health consequences, including difficulties in
childbirth.

FGM is carried out on girls of any age, from young babies to older teenagers and adult women, so
Academy staff are trained to be aware of risk indicators. Many such procedures are carried out abroad
and staff should be particularly alert to suspicions or concerns expressed by a female student about
going on a long holiday during the summer vacation period.

There is a statutory duty upon teachers (section 5B of the Female Genital Mutilation Act 2003) which
mandates that they must personally report to the police cases where they discover (either through
disclosure by the victim or visual evidence — although visual evidence is likely to be an extremely rare
occurrence for education staff and they should not be examining students) that an act of FGM appears
to have been carried out on a girl under 18. Failure to do this may result in disciplinary action. This
should be done with the support of the DSL so that wider concerns for the child or young person are
also considered. This will also enable the Academy to support the staff member through this process.

Suspected cases, with no direct disclosure or visual evidence should be reported to the DSL without
delay and usual academy safeguarding procedures should be followed.

37. Forced Marriage

A forced marriage is a marriage entered into without the full and free consent of one or both parties
and where violence, threats or any other form of coercion is used to cause a person to enter into a
marriage. Threats can be physical or emotional and psychological. A lack of consent can be where a
person does not consent or where they cannot consent (if they have learning disabilities for example).
Some perpetrators use perceived cultural practices as a way to coerce a person into marriage. In
England and Wales, the practice is a criminal offence under the Anti-Social Behaviour, Crime and
Policing Act 2014.

A forced marriage is not the same as an arranged marriage. In an arranged marriage, which is common
in several cultures, the families of both spouses take a leading role in arranging the marriage but the
choice of whether or not to accept the arrangement remains with the prospective spouses.

Children may be married at a very young age, and well below the age of consent in England. School
staff receive training and should be particularly alert to suspicions or concerns raised by a pupil about
being taken abroad and not being allowed to return to England, they play an important role in
safeguarding children from forced marriage.

38. Preventing Radicalisation

The prevent Duty - The need to prevent people from becoming terrorists or supporting terrorism’

e Radicalisation is defined as: 'the process of a person legitimising support for, or use of, terrorist
violence’.

A new definition of extremism was shared on 14 March 2024.

Extremism is the promotion or advancement of an ideology based on violence, hatred or intolerance that
aims to:

1. Negate or destroy the fundamental rights and freedoms of others; or


https://www.gov.uk/government/publications/new-definition-of-extremism-2024/new-definition-of-extremism-2024

2. Undermine, overturn or replace the UK’s system of liberal parliamentary democracy and
democratic rights or

3. Intentionally create a permissive environment for others to achieve the results in (1) or (2).

e An updated definition of radicalisation, which is defined as: 'the process of a person legitimising
support for, or use of, terrorist violence’ please see managing risk of radicalisation in your
education setting.

Terrorism is an action that endangers or causes serious violence to a person/people; causes serious
damage to property; or seriously interferes or disrupts an electronic system. The use of threat must be
designed to influence the government or to intimidate the public and is made for the purpose of
advancing a political, religious or ideological cause.

Some children are at risk of being radicalised: adopting beliefs and engaging in activities which are
harmful, criminal or dangerous. Background factors combined with specific influences such as family

or friends may contribute to a child’s vulnerability. Radicalisation can occur through many different
methods, such as via social media or within the home environment.

Staff receive training to help to identify signs of extremism. Opportunities are provided in the
curriculum to enable students to discuss issues of religion, ethnicity and culture and the school follows
the DfE advice Promoting Fundamental British Values as part of SMSC (spiritual, moral, social and
cultural education) in Schools (2014).

The school has an identified Prevent Lead who will co-ordinate all concerns and necessary referrals
related to extremism, radicalisation and terrorism.

If we have concerns about extremism:

If a child is not suffering or likely to suffer from harm, or in immediate danger, where possible speak to
the DSL first to agree a course of action.

If in exceptional circumstances the DSL is not available, this should not delay appropriate action being
taken. Speak to a member of the senior leadership team and/or seek advice from local authority
children’s social care. Make a referral to local authority children’s social care directly, if appropriate (see
‘Referral’ above). Inform the DSL or deputy as soon as practically possible after the referral.

Where there is a concern, the DSL will consider the level of risk and decide which agency to make a
referral to. This could include the police or Channel, the government’s programme for identifying and
supporting individuals at risk of becoming involved with or supporting terrorism, or the local authority
children’s social care team.

The DfE also has a dedicated telephone helpline, 020 7340 7264, which school staff and governors can
call to raise concerns about extremism with respect to a pupil. You can also email
counter.extremism@education.gov.uk. Note that this is not for use in emergency situations.

In an emergency, call 999 or the confidential anti-terrorist hotline on 0800 789 321 if you:

Think someone is in immediate danger;
. Think someone may be planning to travel to join an extremist group;

. See or hear something that may be terrorist-related.


https://www.gov.uk/government/publications/the-prevent-duty-safeguarding-learners-vulnerable-to-radicalisation/managing-risk-of-radicalisation-in-your-education-setting
https://www.gov.uk/government/publications/the-prevent-duty-safeguarding-learners-vulnerable-to-radicalisation/managing-risk-of-radicalisation-in-your-education-setting
https://www.gov.uk/government/publications/channel-guidance
mailto:counter.extremism@education.gov.uk

39. Children with sexually harmful behaviour

Children may be harmed by other children or young people. Staff will be aware of the harm caused by
bullying and will use the school’s anti-bullying procedures where necessary. However, there will be
occasions when a pupil’s behaviour warrants a response under child protection rather than anti-
bullying procedures.

Young people who display such behaviour may be victims of abuse themselves and the child protection
procedures will be followed for both victim and perpetrator. Staff who become concerned about a
pupil’s sexual behaviour, including any known online sexual behaviour, should speak to the DSL as
soon as possible.

40. Child-on-child abuse

The school recognises that pupils may become victims of abuse from other pupils. This can take many
forms and occur inside and outside of school and online.

This is most likely to include, but may not be limited to, abuse within intimate partner relationships;
bullying (including cyberbullying, prejudice-based and discriminatory bullying); physical abuse such as
hitting, kicking, shaking, biting, hair pulling, or otherwise causing physical harm; sexual violence and
sexual harassment; consensual and non-consensual sharing of nudes and semi-nudes images and/or
videos; causing someone to engage in sexual activity without consent, such as forcing someone to
strip, touch themselves sexually, or to engage in sexual activity with a third party; upskirting and
initiation/hazing type violence and rituals.

Sexual violence and harassment can occur between children of any age and sex. It can also occur
through a group of children sexually assaulting or sexually harassing a single child or group of children.

All staff are trained to recognise incidents of child on child abuse and will report instances including,
sexual violence and harassment through the normal safeguarding concern process and recognise that
support must be provided to both the alleged victim and abuser. It will be made clear that no form of
peer-on-peer abuse, sexual violence or sexual harassment will be tolerated or accepted as an inevitable
part of growing up or banter, any behaviour of this type will be challenged by all adults working within
the Trust and not normalised. Staff are aware that addressing inappropriate behaviour (even if it
appears relatively innocuous) can be an important intervention that helps prevent problematic,
abusive and/or violent behaviour in the future.

Our position as a school is clear: sexual violence and sexual harassment are never acceptable, will
never be tolerated and are not an inevitable part of growing up. Such behaviour will never go
unchallenged or become accepted and we remain committed to working openly and transparently
with to promote mutual respect.

Our Safeguarding and Child Protection Policy has guidance within it around the indicators of child on
child abuse and harmful sexual behaviour along with our response procedures. All relevant
Safeguarding Policies are available on individual academy websites.

All pupils are taught the Relationships Education (RE) curriculum, through
PSHE lessons.

The appropriate means for disclosing an allegation of abuse relating to another pupil is always to
inform a member of the school’s safeguarding team. In the event that an allegation is made against a
member of staff, this must be sent to the Headteacher or directly to the Trust CEO. We will always act



on concerns raised.

See Appendix 3 for further information regarding sexual violence and sexual harassment between
children and school response and reporting procedures.

41. Serious Violence

All staff should be aware of the indicators, which may signal children are at risk from, or are involved
with serious violent crime. These may include:

o Increased absence from school;

o A change in friendships or relationships with older individuals or groups;
. A significant decline in performance;

o Signs of self-harm or significant change in wellbeing;

o Signs of assault or unexplained injury; and/or

o Unexplained gifts or new possessions.

These can all suggest that children have been approached by, or are involved with, individuals
associated with criminal networks or gangs and may be at risk of CCE.

There are a range of risk factors which all staff should be aware of which increase the likelihood of
involvement in serious violence, such as having been frequently absent or permanently excluded
from school, having experienced child maltreatment and having been involved in offending, such as
theft or robbery

42. Private fostering arrangements

A private fostering arrangement occurs when someone other than a parent or a close relative cares for
a child for a period of 28 days or more, with the agreement of the child’s parents. It applies to children
under the age of 16, or aged under 18 if the child is disabled. By law, a parent, private foster carer or
other persons involved in making a private fostering arrangement must notify children’s services as
soon as possible.

Where a member of staff becomes aware that a pupil may be in a private fostering arrangement they
will raise this with the DSL and the school should notify the Local Authority of the circumstances.

43. Looked after children

The most common reason for children becoming looked after is as a result of abuse or neglect. The school
ensures that staff have the necessary skills and understanding to keep looked after children safe.
Appropriate staff have information about a child’s looked after legal status and care arrangements,
including the level of authority delegated to the carer by the authority looking after the child. The
designated teacher for looked after children and the DSL have details of the child’s social worker and
the name and contact details of the Local Authority’s virtual head for children in care.

44. Work experience

The school has detailed procedures to safeguard pupils undertaking work experience, including
arrangements for checking people who provide placements and supervise students on work experience
which are in accordance with the guidance in Keeping Children Safe in Education (2021).

45. Children staying with host families

The school may make arrangements for pupils to stay with a host family during a foreign exchange trip
or sports tour. Some overseas pupils may reside with host families during school terms and we will



work with the Local Authority to check that such arrangements are safe and suitable. In such
circumstances the school follows the guidance in Annex E of Keeping Children Safe in Education (2021)
to ensure that hosting arrangements are as safe as possible.



Appendix One
Four Categories of Abuse
Physical abuse

Physical abuse is a form of abuse which may involve hitting, shaking, throwing, poisoning, burning or
scalding, drowning, suffocating or otherwise causing physical harm to a child. Physical harm may also
be caused when a parent or carer fabricates the symptoms of, or deliberately induces, illness in a child
(this used to be called Munchausen’s Syndrome by proxy but is now more usually referred to as
fabricated or induced illness).

Emotional Abuse

Emotional abuse is the persistent emotional maltreatment of a child such as to cause severe and
persistent adverse effects on the child’s emotional development. It may involve conveying to a child
that they are worthless or unloved, inadequate, or valued only insofar as they meet the needs of
another person. It may include not giving the child opportunities to express their views, deliberately
silencing them or ‘making fun’ of what they say or how they communicate. It may feature age or
developmentally inappropriate expectations being imposed on children. These may include
interactions that are beyond a child’s developmental capability, as well as overprotection and
limitation of exploration and learning, or preventing the child participating in normal social interaction.
It may involve seeing or hearing the ill-treatment of another. It may involve serious bullying (including
cyber bullying), causing children frequently to feel frightened or in danger, or the exploitation or
corruption of children. Some level of emotional abuse is involved in all types of maltreatment of a
child, although it may occur alone.

Sexual Abuse

Sexual abuse involves forcing or enticing a child or young person to take part in sexual activities, not
necessarily involving a level of violence, whether or not the child is aware of what is happening. The
activities may involve physical contact, including assault by penetration (for example, rape or oral sex)
or non-penetrative acts such as masturbation, kissing, rubbing and touching outside of clothing. They
may also include non-contact activities, such as involving children in looking at, or in the production of,
sexual images, watching sexual activities, encouraging children to behave in sexually inappropriate
ways, or grooming a child in preparation for abuse. Sexual Abuse can take place online, and technology
can be used to facilitate offline abuse. Sexual abuse is not solely perpetrated by adult males. Women
can also commit acts of sexual abuse, as can other children. The sexual abuse of children by other
children is a specific safeguarding issue in education (also known as peer on peer abuse).

Neglect

Neglect is the persistent failure to meet a child’s basic physical and/or psychological needs, likely to
result in the serious impairment of the child’s health or development. Neglect may occur during
pregnancy as a result of maternal substance abuse. Once a child is born, neglect may involve a parent or
carer failing to:

. Provide adequate food, clothing and shelter (including exclusion from home or
abandonment);

. Protect a child from physical and emotional harm or danger;

. Ensure adequate supervision (including the use of inadequate care-givers); ore Ensure

accessto appropriate medical care or treatment. It may also include neglect of, or unresponsiveness



to, a child’s basic emotional needs.

Indicators of Abuse

Physical signs define some types of abuse, for example, bruising, bleeding or broken bones resulting
from physical or sexual abuse, or injuries sustained while a child has been inadequately supervised.
The identification of physical signs is complicated, as children may go to great lengths to hide injuries,
often because they are ashamed or embarrassed, or their abuser has threatened further violence
or trauma if they ‘tell’. It is also quite difficult for anyone without medical training to categorise
injuries into accidental or deliberate with any degree of certainty. For these reasons it is vital that
staff are also aware of the range of behavioural indicators of abuse and report any concerns to
the designated safeguarding lead.

It is the responsibility of staff to report their concerns. It is not their responsibility to investigate or
decide whether a child has been abused.

A child who is being abused, neglected or exploited

may:
. Have bruises, bleeding, burns, fractures or other injuries;
. Show signs of pain or discomfort;
. Keep arms and legs covered, even in warm weather;
o Be concerned about changing for PE or swimming;
. Look unkempt and uncared for;
. Change their eating habits;
o Have difficulty in making or sustaining friendships;
. Appear fearful;
o Be reckless with regard to their own or other’s safety;
. Self-harm;
o Frequently miss school, arrive late or leave the school for part of the day;
o Show signs of not wanting to go home;
o Display a change in behaviour — from quiet to aggressive, or happy-go-lucky
to withdrawn;
o Challenge authority;
. Become disinterested in their school work;
. Be constantly tired or preoccupied;
o Be wary of physical contact;
. Be involved in, or particularly knowledgeable about drugs or alcohol;
. Display sexual knowledge or behaviour beyond that normally expected for their age;
. Acquire gifts such as money or a mobile phone from new ‘friends’.

This is not an exhaustive list and individual indicators will rarely, in isolation, provide conclusive evidence
of abuse. They should be viewed as part of a jigsaw, and each small piece of information will help
the DSL to decide how to proceed.

All staff must be aware that safeguarding indicators and/or behaviours can be associated with factors
outside of school and/or can occur between children outside of these environments. Extra familiar
harms take a variety of different forms and children can be vulnerable to multiple harms.All staff must
also be aware that technology is a significant component in many safeguarding and wellbeing
issues.Children are at risk of abuse online as well as face to face. In many cases abuse will take place
concurrently via online channels and in daily life.



Children can also abuse their peers online, this can take the form of abusive, harassing and
misogynistic messages, the non-consensual sharing of indecent images and the sharing of abusive
and pornographic images to those who do not wish to receive such content.

We recognise the importance of safeguarding children from potentially harmful and inappropriate online
material, and we understand that technology is a significant component in many safeguarding and
wellbeing issues.

To address this, our school aims to:

Have robust processes (including filtering and monitoring systems) in place to ensure the online
safety of pupils, staff, volunteers and governors;

Protect and educate the whole school community in its safe and responsible use of technology,
including mobile and smart technology (which we refer to as ‘mobile phones’);

. Set clear guidelines for the use of mobile phones for the whole school community;

Establish clear mechanisms to identify, intervene in and escalate any incidents or concerns, where
appropriate.

The 4 key categories of risk
Our approach to online safety is based on addressing the following categories of risk:

Content — being exposed to illegal, inappropriate or harmful content, such as pornography, fake
news, racism, misogyny, self-harm, suicide, antisemitism, radicalisation and extremism.

. Contact — being subjected to harmful online interaction with other users, such as peer-to-peer
pressure, commercial advertising and adults posing as children or young adults with the intention to
groom or exploit them for sexual, criminal, financial or other purposes.

. Conduct — personal online behaviour that increases the likelihood of, or causes, harm, such as
making, sending and receiving explicit images (e.g. consensual and non-consensual sharing of nudes
and semi-nudes and/or pornography), sharing other explicit images and online bullying; and

. Commerce — risks such as online gambling, inappropriate advertising, phishing and/or financial
scams.

To meet our aims and address the risks above, we will:
Educate pupils about online safety as part of our curriculum. For example:
e The safe use of social media, the internet and technology;
e Keeping personal information private;
e How to recognise unacceptable behaviour online;

e How to report any incidents of cyber-bullying, ensuring pupils are encouraged to do so,
including where they’re a witness rather than a victim.

. Train staff, as part of their induction, on safe internet use and online safeguarding issues including
cyber-bullying, the risks of online radicalisation, and the expectations, roles and responsibilities
around filtering and monitoring. All staff members will receive refresher training as required and at
least once each academic year.

Educate parents/carers about online safety via our website, communications sent directly to them
and during parents’ evenings. We will also share clear procedures with them so they know how to
raise concerns about online safety.

Make sure staff are aware of any restrictions placed on them with regards to the use of their mobile
phone and cameras, for example that:



e Staff are allowed to bring their personal phones to school for their own use, but will limit
such use to non-contact time when pupils are not present and should not carry their phone
with them.

e Staff will not take pictures or recordings of pupils on their personal phones or cameras.

. Make all pupils, parents/carers, staff, volunteers and governors aware that they are expected to sign
an agreement regarding the acceptable use of the internet in school, use of the school’s ICT systems
and use of their mobile and smart technology.

Explain the sanctions we will use if a pupil is in breach of our policies on the acceptable use of the
internet and mobile phones.

. Make sure all staff, pupils and parents/carers are aware that staff have the power to search pupils’
phones, as set out in the DfE’s guidance on searching, screening and confiscation.

Put in place robust filtering and monitoring systems to limit children’s exposure to the 4 key
categories of risk (described above) from the school’s IT systems.

. Carry out an annual review of our approach to online safety, supported by an annual risk assessment
that considers and reflects the risks faced by our school community.

. Provide regular safeguarding and children protection updates including online safety to all staff, at
least annually, in order to continue to provide them with the relevant skills and knowledge to
safeguard effectively.

. Review the child protection and safeguarding policy, including online safety, annually and ensure the
procedures and implementation are updated and reviewed regularly.

This section summarises our approach to online safety and mobile phone use. For full details about our
school’s policies in these areas, please refer to our online safety policy.

Artificial intelligence (Al)

Generative artificial intelligence (Al) tools are now widespread and easy to access. Staff, pupils and
parents/carers may be familiar with generative chatbots such as ChatGPT and Google Bard.

Florence Nightingale Academy recognises that Al has many uses, including enhancing teaching and
learning, and in helping to protect and safeguard pupils. However, Al may also have the potential to
facilitate abuse (e.g. bullying and grooming) and/or expose pupils to harmful content. For example, in the
form of 'deepfakes', where Al is used to create images, audio or video hoaxes that look real.

Florence Nightingale Academy will treat any use of Al to access harmful content or bully pupils in line
with this policy and our Anti-bullying and Behaviour policy.

Staff should be aware of the risks of using Al tools whilst they are still being developed and should carry
out risk assessments for any new Al tool being used by the school.


https://www.gov.uk/government/publications/searching-screening-and-confiscation

Appendix Two — Concerns Flowchart

Sharing / Recording Concerns

An individual with concerns about a pupil shares these concerns
with the Designated Safeguarding Lead (DSL) or Deputy DSL
verbally. This must be followed up by the member of staff
recording a Safeguarding Concern on CPOMS.

Written accounts must be submitted as soon as possible and
definitely before the end of the school day.
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Consideration

The DSL or Deputy DSL considers if an early help assessment (EHA)
is needed or if the case should swiftly move to the next step.

The DSL / Deputy DSL will provide feedback to the original referrer
at this stage.
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IF THE PUPIL’S SITUATION
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IF A SITUATION IS URGENT AND SERIOUS AND THE DSL / DEPUTY DSL CANNOT BE
CONTACTED IMMEDIATELY, CONTACT A MEMBER OF THE SLT TO ENSURE THE RELEVANT
AGENCY IS CONTACTED WITHOUT DELAY.

R



Appendix Three — Sexual violence and sexual harassment between children in schools and colleges
Context

Sexual violence and sexual harassment can occur between two children of any age and sex from primary
to secondary stage and into colleges. It can also occur online. It can also occur through a group of
children sexually assaulting or sexually harassing a single child or group of children.

Children who are victims of sexual violence and sexual harassment will likely find the experience
stressful and distressing. This will, in all likelihood, adversely affect their educational attainment and will
be exacerbated if the alleged perpetrator(s) attends the same school or college. Sexual violence and
sexual harassment exist on a continuum and may overlap, they can occur online and face to face (both
physically and verbally) and are never acceptable.

It is essential that all victims are reassured that they are being taken seriously and that they will be
supported and kept safe. A victim should never be given the impression that they are creating a problem
by reporting sexual violence or sexual harassment. Nor should a victim ever be made to feel ashamed
for making a report.

Staff should be aware that some groups are potentially more at risk. Evidence shows girls, children with
special educational needs and disabilities (SEND) and LGBT children are at greater risk.

Staff should be aware of the importance of:

o Challenging inappropriate behaviours;

o Making clear that sexual violence and sexual harassment is not acceptable, will never be
tolerated and is not an inevitable part of growing up;

o Not tolerating or dismissing sexual violence or sexual harassment as ‘banter’, ‘part of
growing up’, ‘just having a laugh’ or ‘boys being boys’; and

o Challenging physical behaviours (potentially criminal in nature), such as grabbing bottoms,
breasts and genitalia, pulling down trousers, flicking bras and lifting up skirts. Dismissing or
tolerating such behaviours risks normalising them.

What is sexual violence and sexual harassment?

Sexual Violence:

It is important that school and college staff are aware of sexual violence and the fact that children can,
and sometime do, abuse their peers in this way and that it can happen inside and outside of
school/college. When referring to sexual violence we are referring to sexual violence offences under the
Sexual Offences Act 2003 as described below:

Rape: A person (A) commits an offence of rape is: he intentionally penetrates the vagina, anus or mouth
of another person (B) with his penis, B does not consent to the penetration and A does not believe that
B consents.

Assault by Penetration: A Person (A) commits and offence if: s/he intentionally penetrates the vagina or
anus of another person (B) with a part of her/his body or anything else, the penetration is sexual, B does
not consent to the penetration and A does not reasonably believe that B consents.

Sexual Assault: A person (A) commits an offence of sexual assault if: s/he intentionally touches another
person (B), the touching is sexual, B does not consent to the touching and A does not reasonably believe
that B consents. (Schools should be aware that sexual assault covers a very wide range of behaviour so a



single act of kissing someone without consent, or touching someone’s bottom/breasts/genitalia without
consent, can still constitute sexual assault).

Causing someone to engage in sexual activity without consent: A person (A) commits and offence if s/he
intentionally causes another person (B) to engage in an activity, the activity is sexual, B does not consent
to engaging in the activity and A does not reasonably believe that B consents. (This could include forcing
someone to strip, touch themselves sexually, or to engage in sexual activity with a third party).

What is consent? Consent is about having the freedom and capacity to choose. Consent to sexual activity
may be given to one sort of sexual activity but not another, e.g. to vaginal but not anal sex or penetration
with conditions, such as wearing a condom. Consent can be withdrawn at any time during sexual activity
and each time activity occurs. Someone consents to vaginal, anal or oral penetration only if s/he agrees
by choice to that penetration and has the freedom and capacity to make that choice. Further information
can be found at Rape Crisis England & Wales — Sexual consent.

It is important to remember that:

. A child under the age of 13 can never consent to any sexual activity;
. The age of consent is 16;
o Sexual intercourse without consent is rape.

Sexual Harassment

When referring to sexual harassment we mean ‘unwanted conduct of a sexual nature’ that can occur
online and offline and both inside and outside of school/college. When we reference sexual harassment,
we do so in the context of child on child sexual harassment. Sexual harassment is likely to: violate a child’s
dignity, and/or make them feel intimidated, degraded or humiliated and/or create a hostile, offensive or
sexualised environment.

Whilst not intended to be an exhaustive list, sexual harassment can include:

. Sexual comments, such as: telling sexual stories, making lewd comments, making sexual
remarks about clothes and appearance and calling someone sexualised names;

o Sexual ‘jokes’ or taunting;

o Physical behaviour, such as: deliberately brushing past someone, interfering with

someone’s clothes (schools and colleges should be considering when any of this crosses a
line into sexual violence — it is important to talk to and consider the experience of the victim)
and displaying pictures, photos or drawings of a sexual nature; and
o Online sexual harassment. This may be standalone or part of a wider pattern of sexual
harassment and/or sexual violence. It may include:
o Consensual and non-consensual sharing nudes and semi-nudes images and/or videos —
taking and sharing nude pho to graphs of under 18’s is a criminal
offence ;

Sharing of unwanted explicit content;

Upskirting (is a criminal offence);

Sexualised online bullying;

Unwanted sexual comments and messages, including on social media;
Sexual exploitation; coercion and threats.

O O O O o

Upskirting

The Voyeurism (Offences) Act 2019, which is commonly known as the Upskirting Act, came into force on
12 April 2019. ‘Upskirting’ is where someone takes a picture under a person’s clothing (not necessarily a
skirt) without their permission and/or knowledge, with the intention of viewing their genitals or buttocks



(with or without underwear) to obtain sexual gratification, or cause the victim humiliation, distress or
alarm. It is a criminal offence. Anyone of any sex, can be a victim.

The response to a report of sexual violence or sexual harassment

The initial response to a report from a child is incredibly important. How the school or college responds
to a report can encourage or undermine the confidence of future victims of sexual violence and sexual
harassment to come forward. Schools and colleges not recognising, acknowledging or understanding the
scale of harassment and abuse and/or downplaying of some behaviours can actually lead to a culture of
unacceptable behaviour.

It is essential that all victims are reassured that they are being taken seriously and that they will be
supported and kept safe. A victim should never be given the impression that they are creating a problem
by reporting sexual violence or sexual harassment. Nor should a victim ever be made to feel ashamed for
making a report.

Any child will be listened to and supported by experienced and trained safeguarding staff. All staff should
report any concerns to the Designated Safeguarding Lead as soon as possible.

All DSL’s and Deputy DSL’s should be familiar with Part 5 of Keeping Children Safe in Education (2021).
The Trust will support with any sexual violence or sexual harassment concerns following Trust and
Government Guidance.

Harmful Sexual Behaviour (HSB)

Children’s sexual behaviour exists on a continuum, ranging from normal and developmentally expected
to inappropriate, problematic, abusive and violent.

Problematic, abusive and violent sexual behaviour is developmentally inappropriate and may cause
developmental damage.

HSB can occur online and/or face to face and can occur simultaneously between the two.
All HSB should be considered in a child protection context.

The DSL and Deputy DSL’s should have a good understanding of HSB and ensure that all academy staff
have received training at an appropriate level to their role within the academy.



Appendix Four — Online Safety

As our students increasingly use electronic equipment on a daily basis to access the internet, share
content and images via social media and for online learning, the school recognises the importance of
safeguarding children from potentially harmful and inappropriate online material. There is an effective
approach to online safety followed within the school which empowers us to protect and educate pupils
and staff in their use of technology and establishes mechanisms to identify, intervene in, and escalate
any concerns where appropriate.

The breadth of issues classified within online safety is considerable, but can be categorised into four areas
of risk:

. Content: being exposed to illegal, inappropriate or harmful content, for example:
pornography, fake news, racism, misogyny, self-harm, suicide, anti-Semitism, radicalisation
and extremism.

. Contact: being subjected to harmful online interaction with other users; for example: peer
to peer pressure, commercial advertising and adults posing as children or young adults with
the intention to groom or exploit them for sexual, criminal, financial or other purposes’.

. Conduct: personal online behaviour that increases the likelihood of, or causes, harm; for
example, making, sending and receiving explicit images (e.g. consensual and non-
consensual sharing of nudes and semi-nudes and/or pornography), sharing other explicit
images and online bullying; and

. Commerce: risks such as: online gambling, inappropriate advertising, phishing and or
financial scams.

The school ensures online safety is a running and interrelated theme and considers how online safety is
reflected as required in all relevant policies and whilst planning the curriculum, any teacher training, the
role and responsibilities of the designated safeguarding lead and any parental engagement.

Remote learning

Whilst understanding that remote learning has become a necessity on occasions, in line with our
responsibility to safeguard and promote the welfare of children and provide them with a safe
environment in which to learn, the school is committed to doing all that we reasonably can to limit
children’s exposure to risks from the school’s IT system. As part of this process, the Trust will ensure the
school has appropriate filters and monitoring systems in place.



Keeping children safe in education 2024 (publishing.service.gov.uk)

Working together to safeguard children 2023: statutory guidance (publishing.service.gov.uk)

Sexual violence and sexual harassment between children in schools and colleges

Sharing nudes and semi-nudes advice for education settings working with children and young

people

Searching, screening and confiscation advice for schools

What to do if you are worried a child is being abused

Mental health and behaviour in schools

Child sexual exploitation - definition and guide for practitioners

Lucy Faithfull Foundation Harmful Sexual Behaviour Toolkit

Contextual Safeguarding Network - Beyond Referrals

When to call the police - guidance for schools and colleges

Advice to schools and colleges on gangs and youth violence

Criminal exploitation of children and vulnerable adults - County Lines

Safeguarding Practitioners: information sharing advice

Data Protection Toolkit for Schools

Relationships and sex education (RSE) and health education

Remote education safeguarding guidance

School inspection handbook - GOV.UK (www.gov.uk)

Use of Reasonable Force in Schools

Education Recovery Support

Equality Act 2010 Guidance



https://assets.publishing.service.gov.uk/media/6650a1967b792ffff71a83e8/Keeping_children_safe_in_education_2024.pdf
https://assets.publishing.service.gov.uk/media/669e7501ab418ab055592a7b/Working_together_to_safeguard_children_2023.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/999239/SVSH_2021.pdf
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
https://www.gov.uk/government/publications/searching-screening-and-confiscation
https://www.gov.uk/government/publications/what-to-do-if-youre-worried-a-child-is-being-abused--2
https://www.gov.uk/government/publications/mental-health-and-behaviour-in-schools--2
https://www.gov.uk/government/publications/child-sexual-exploitation-definition-and-guide-for-practitioners
https://www.stopitnow.org.uk/concerned-about-a-child-or-young-persons-sexual-behaviour/preventing-harmful-sexual-behaviour/?utm_campaign=1540968_HSB%20Toolkit%20email_SOCIAL%20MEDIA&amp;utm_medium=email&amp;utm_source=Lucy%20Faithfull%20Foundation&amp;dm_i=48W7%2CX10O%2C38NO7C%2C43A9L%2C1
https://www.csnetwork.org.uk/en/beyond-referrals-levers-for-addressing-harmful-sexual-behaviour-in-schools
https://www.npcc.police.uk/documents/Children%20and%20Young%20people/When%20to%20call%20the%20police%20guidance%20for%20schools%20and%20colleges.pdf
https://www.gov.uk/government/publications/advice-to-schools-and-colleges-on-gangs-and-youth-violence
https://www.gov.uk/government/publications/criminal-exploitation-of-children-and-vulnerable-adults-county-lines
https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice
https://www.gov.uk/government/publications/data-protection-toolkit-for-schools
https://www.gov.uk/government/publications/relationships-education-relationships-and-sex-education-rse-and-health-education
https://www.gov.uk/guidance/safeguarding-and-remote-education-during-coronavirus-covid-19
https://www.gov.uk/government/publications/use-of-reasonable-force-in-schools
https://www.gov.uk/government/publications/education-recovery-support
https://www.gov.uk/guidance/equality-act-2010-guidance

Appendix Six - Police and Criminal Evidence Act (1984) — Code C

The Designated Safeguarding Lead (and deputy) are aware of the requirement for children to have an
appropriate adult when in contact with Police officers who suspect them of an offence.

PACE states that anyone who appears to be under 18, shall, in the absence of clear evidence that they
are older, be treated as a child for the purposes

PACE also states that If at any time an officer has any reason to suspect that a person of any age may be
vulnerable, then that person is entitled to be accompanied by an appropriate adult at any point.

The Designated Safeguarding (or deputy) will communicate any vulnerabilities known by the school to
any police officer who wishes to speak to a pupil about an offence they may suspect. This
communication will be recorded on CPOMS.

If having been informed of the vulnerabilities, the designated safeguarding lead (or deputy) does not
feel that the officer is acting in accordance with PACE, they should ask to speak with a supervisor or
contact 101 to escalate their concerns.

A person whom there are grounds to suspect of an offence must be cautioned! before questioned
about an offencez, or asked further questions if the answers they provide the grounds for suspicion, or
when put to them the suspect’s answers or silence, (i.e. failure or refusal to answer or answer
satisfactorily) may be given in evidence to a court in a prosecution.

A Police Officer must not caution a juvenile or a vulnerable person unless the appropriate adult is
present. If a child or a vulnerable person is cautioned in the absence of the appropriate adult, the
caution must be repeated in the appropriate adult’s presence.

The appropriate adult’ means, in the case of a child:

1. The parent, guardian or, if the juvenile is in the care of a local authority or voluntary
organisation, a person representing that authority or organisation.

2. Asocial worker of a local authority.
3. Failing these, some other responsible adult aged 18 or over who is not:

A police officer;

Employed by the police;

Under the direction or control of the chief officer of a police force; or

A person who provides services under contractual arrangements (but without being
employed by the chief officer of a police force), to assist that force in relation to the
discharge of its chief officer’s functions.

oo oo

Further information can be found in the Statutory guidance - PACE Code C 2019.

1 The police caution is: “You do not have to say anything. But it may harm your defence if you do not
mention when questioned something which you later rely on in Court. Anything you do say may be given
in evidence.”

2 A person need not be cautioned if questions are for other necessary purposes, e.g.: (a) solely to
establish their identity or ownership of any vehicle; to obtain information in accordance with any
relevant statutory requirement; in furtherance of the proper and effective conduct of a search, e.g. to

determine the need to search in the exercise of powers of stop and search or to seek co-operation while
carrying out a search; or to seek verification of a written record.


https://www.gov.uk/government/publications/pace-code-c-2019/pace-code-c-2019-accessible

